**Nr sprawy: 91/2017**

**Uniwersytecki Szpital Kliniczny w Białymstoku**

**ul. M. Skłodowskiej-Curie 24 A**

**15-276 Białystok**

**tel. centr. 85 831-80-00, fax 85 831-88-80**

**tel. działu zam. pub. 85-831-83-88, fax 85 831 86 91**

**www.usk.bialystok.pl**

**zamowienia@poczta-usk.pl**

Specyfikacja

Istotnych Warunków Zamówienia

w postępowaniu o udzielenie zamówienia publicznego prowadzonym zgodnie z art. 39 ustawy z dnia 29 stycznia 2004r. Prawo zamówień publicznych (Dz. U. 2015 r., poz. 2164 ze zm.) w trybie

przetargu nieograniczonego na:

### **Usługę świadczenia dostępu**

### **do systemu usług terminalowych**

**Białystok, grudzień 2017r.**

**ROZDZIAŁ I**

**INFORMACJE PODSTAWOWE**

1. **Nazwa oraz adres Zamawiającego:**

Uniwersytecki Szpital Kliniczny w Białymstoku, ul. M. Skłodowskiej-Curie 24A, 15-276 Białystok,

REGON: 000288610 NIP: 542-25-34-985

Adres strony internetowej, na której dostępna jest specyfikacja istotnych warunków zamówienia (SIWZ)
oraz inne dokumenty dotyczące postępowania: [www.usk.bialystok.pl](http://www.usk.bialystok.pl/)

Adres poczty elektronicznej służącej do kontaktów w sprawie niniejszego postępowania:

*zamowienia@poczta-usk.pl*

1. **Tryb udzielenia zamówienia:**

Postępowanie o udzielenie zamówienia publicznego jest prowadzone na zasadach określonych
w ustawie Prawo zamówień publicznych z dnia 29.01.2004 r., tekst jednolity opublikowany w Dzienniku Ustaw z 2015 r. poz. 2164 z późn. zm., zwanej dalej „Pzp”.

1. **Opis przedmiotu zamówienia:**
2. Przedmiotem zamówienia są usługi świadczenia dostępu do systemu usług terminalowych na okres 36 miesięcy, dla Uniwersyteckiego Szpitala Klinicznego w Białymstoku.

CPV: 72.318000-7 – Usługi przesyłu danych

Przedmiot zamówienia jest wyszczególniony w Załączniku nr 2. Wykonawca powinien przedłożyć ofertę zgodnie z Formularzem ofertowym (Załącznik nr 1) oraz Załącznikami nr **2** do niniejszej specyfikacji.

1. Wykonawca powinien przedłożyć ofertę zgodnie z formularzem ofertowym (Załącznik nr 1) do niniejszej specyfikacji. Wykonawca winien wyszczególnić w nim wartość przedmiotu zamówienia.
2. **Nie dopuszcza się składanie ofert częściowych:**
3. **Nie przewiduje się zamówień uzupełniających.**
4. **Nie przewiduje się zawarcia umowy ramowej, zastosowania aukcji elektronicznej, ani ustanowienia dynamicznego systemu zakupów**.
5. **Oferty równoważne:**
6. Zamawiający dopuszcza rozwiązania równoważne opisywanym w specyfikacji istotnych warunków zamówienia.
7. Wykonawca, który w ofercie powołuje się na rozwiązania równoważne opisywanym przez Zamawiającego jest obowiązany wykazać, że oferowane przez niego dostawy spełniają wymagania określone przez Zamawiającego w specyfikacji istotnych warunków zamówienia.
8. Ilekroć w niniejszej SIWZ w opisie przedmiotu zamówienia jest mowa o normach, europejskich ocenach technicznych, aprobatach, specyfikacjach technicznych, systemach referencji technicznych to przyjmuje się, że wskazaniom takim towarzyszą wyrazy „lub równoważne”.
9. Przez słowo równoważny Zamawiający rozumie produkt o parametrach nie gorszych od opisanych w przedmiotowej SIWZ, tj. o parametrach takich samych lub lepszych w stosunku do podanych w opisieprzedmiotu zamówienia (OPZ), a do oceny ich równoważności będzie brał poduwagę wyłącznie te parametry, które podane są w OPZ.
10. Wykonawca wskaże w formularzu ofertowym, którą część zamówienia powierzy do wykonania Podwykonawcy. Wykonawca odpowiada za czynności podwykonawców w zakresie wykonywania zamówienia. Jeżeli Podwykonawca nie zostanie wskazany w ofercie – przyjmuje się, że całe zamówienie zrealizuje Wykonawca.
11. Zmiany postanowień umowy zawartej w wyniku niniejszego postępowania będą mogły być wprowadzone wyłącznie w okolicznościach oraz w sposób wskazany w Załączniku nr 5 do SIWZ - Wzór umowy.

### **ROZDZIAŁ II**

### **OPIS WARUNKÓW UDZIAŁU W POSTĘPOWANIU ORAZ**

### **SPOSOBU OCENY ICH SPEŁNIENIA**

O zamówienie mogą ubiegać się Wykonawcy, którzy nie podlegają wykluczeniu z postępowania w okolicznościach o których mowa w art. 24 ust. 1 pkt 12)-23) oraz ust. 5) pkt 1) ustawy Prawo zamówień publicznych oraz spełniają warunki udziału w postępowaniu, o ile zostały one określone przez Zamawiającego.

1. **O udzielenie zamówienia mogą ubiegać się Wykonawcy:**

a) którzy spełniają warunki dotyczące:

1. kompetencji lub uprawnień do prowadzenia określonej działalności zawodowej, o ile wynika to z odrębnych przepisów

Zamawiający nie stawia wymagań w tym zakresie.

1. sytuacji ekonomicznej lub finansowej

Zamawiający nie stawia wymagań w tym zakresie.

1. zdolność technicznej lub zawodowej:

Zamawiający nie stawia wymagań w tym zakresie.

b) oraz nie podlegają wykluczeniu z postępowania

Zamawiający uzna ten warunek za spełniony, jeśli Wykonawca wykaże, że nie podlega wykluczeniu na podstawie art. 24 ust.1 pkt 12)-23) oraz ust. 5) pkt. 1) ustawy Prawo zamówień publicznych.

1. **Opis sposobu dokonywania oceny spełniania warunków udziału w postępowaniu oraz braku podstaw do wykluczenia:**
	* + - 1. Ocena spełniania warunków udziału w postępowaniu odbywa się dwuetapowo:
2. **Etap I** - Ocena wstępna, której poddawani są wszyscy Wykonawcy odbędzie się na podstawie informacji zawartych w Oświadczeniu, w zakresie wskazanym przez Zamawiającego, stanowiącym wstępne potwierdzenie, że Wykonawca o nie podlega wykluczeniu oraz spełnia warunki udziału w postępowaniu – Załącznik nr 3 do SIWZ.
3. **Etap II** - Ostateczne potwierdzenie spełniania warunków udziału w postępowaniu zostanie dokonane na podstawie dokumentów określonych w Rozdziale IX. Ocenie na tym etapie podlegać będzie wyłącznie Wykonawca, którego oferta zostanie najwyżej oceniona, spośród tych, które nie zostaną odrzucone po analizie Oświadczenia, wymienionego w Etapie I.
4. Jeżeli Wykonawca nie złożył Oświadczeń, lub innych dokumentów niezbędnych do przeprowadzenia postępowania lub złożone Oświadczenia lub dokumenty są niekompletne, zawierają błędy lub budzą wskazane przez Zamawiającego wątpliwości, Zamawiający wzywa do ich złożenia, uzupełnienia, poprawienia w terminie przez siebie wskazanym, chyba że mimo ich złożenia oferta wykonawcy podlega odrzuceniu albo konieczne byłoby unieważnienie postępowania.
5. Wykonawca nie jest obowiązany do złożenia oświadczeń lub dokumentów potwierdzających spełnianie warunków udziału w postępowaniu i braku podstaw wykluczenia, jeżeli Zamawiający posiada oświadczenia lub dokumenty dotyczące tego Wykonawcy lub może je uzyskać za pomocą bezpłatnych i ogólnodostępnych baz danych, w szczególności rejestrów publicznych w rozumieniu ustawy z dnia 17 lutego 2005 r. o informatyzacji działalności podmiotów realizujących zadania publiczne (Dz. U. z 2014 r. poz. 1114 oraz z 2016 r. poz. 352). **W takiej sytuacji Wykonawca zobowiązany jest do wskazania Zamawiającemu sygnatury postępowania, w którym wymagane dokumenty lub oświadczenia się znajdują.**
6. Jeżeli Wykonawca na wezwanie Zamawiającego nie przedłoży wymaganych oświadczeń lub dokumentów lub nie będzie wynikało z nich, iż Wykonawca spełnia warunki udziału w postępowaniu lub nie podlega wykluczeniu, wówczas Zamawiający na podstawie art. 26 ust. 2 ustawy Pzp wezwie kolejnego Wykonawcę, który złożył ofertę najwyżej ocenioną spośród pozostałych ofert, do przedłożenia stosownych dokumentów.
7. Zamawiający, wezwie w wyznaczonym przez siebie terminie, do złożenia wyjaśnień dotyczących oświadczeń lub dokumentów, o których mowa w art. 25 ust. 1 ustawy Prawo zamówień publicznych.
	1. **Zasoby innego podmiotu:**
8. Wykonawca może w celu potwierdzenia spełnienia warunków udziału w postępowaniu, w stosownych sytuacjach oraz w odniesieniu do konkretnego zamówienia, lub jego części, polegać na zdolnościach technicznych lub zawodowych lub sytuacji finansowej lub ekonomicznej innych podmiotów, niezależnie od charakteru prawnego łączących go z nim stosunków prawnych.
9. Wykonawca, który polega na zdolnościach lub sytuacji innych podmiotów, musi udowodnić Zamawiającemu, że realizując zamówienie, będzie dysponował niezbędnymi zasobami tych podmiotów, w szczególności przedstawiając zobowiązanie tych podmiotów do oddania mu do dyspozycji niezbędnych zasobów na potrzeby realizacji zamówienia. Z zobowiązania potwierdzającego udostępnienie zasobów przez inne podmioty musi bezspornie i jednoznacznie wynikać w szczególności:
* zakresu dostępnych wykonawcy zasobów innego podmiotu,
* sposobu wykorzystania zasobów innego podmiotu, przez wykonawcę, przy wykonywaniu zamówienia,
* zakresu i okresu udziału innego podmiotu przy wykonywaniu zamówienia.
1. Zamawiający oceni, czy udostępniane Wykonawcy przez inne podmioty zdolności techniczne lub zawodowe lub ich sytuacja finansowa lub ekonomiczna, pozwalają na wykazanie przez Wykonawcę spełniania warunków udziału w postępowaniu oraz bada, czy nie zachodzą wobec tego podmiotu podstawy wykluczenia, o których mowa w art. 24 ust. 1 pkt 13-23 i ust. 5 pkt. 1 ustawy p.z.p.
2. Wykonawca, który polega na sytuacji finansowej lub ekonomicznej innych podmiotów, odpowiada solidarnie z podmiotem, który zobowiązał się do udostepnienia zasobów, za szkodę poniesioną przez Zamawiającego powstałą wskutek nieudostępnienia tych zasobów, chyba że za nieudostępnienie zasobów nie ponosi winy.
3. Jeżeli zdolności techniczne lub zawodowe lub sytuacja ekonomiczna lub finansowa, podmiotu, o którym mowa ust. a), nie potwierdzą spełnienia przez Wykonawcę warunków udziału w postępowaniu lub zachodzą wobec tych podmiotów podstawy wykluczenia, Zamawiający wymaga, aby Wykonawca w terminie określonym przez Zamawiającego:
* zastąpił ten podmiot innym podmiotem lub podmiotami,

 lub

* zobowiązał się do osobistego wykonania odpowiedniej części zamówienia, jeżeli wykaże zdolności techniczne lub zawodowe lub sytuację finansową lub ekonomiczną, o której mowa w usta. a)
	1. **Procedura odwrócona dla prowadzonego postępowania:**

Zamawiający przewiduje możliwość zastosowania procedury wskazanej w art.24aa, tj. najpierw dokonanie oceny ofert, a następnie zbadania, czy wykonawca, którego oferta została oceniona jako najkorzystniejsza, nie podlega wykluczeniu oraz spełnia warunki udziału w postępowaniu.

**ROZDZIAŁ III**

### **WYMAGANE WARUNKIWYKONANIA ZAMÓWIENIA**

Sposób przeprowadzania usługi opisany został szczegółowo w Załączniku nr 2 do SIWZ oraz we wzorze umowy.

**ROZDZIAŁ IV**

**OPIS SPOSOBU OBLICZENIA CENY OFERTY**

1. Cena oferty powinna obejmować pełny zakres usług określonych w rozdziale I i zawierać wszystkie elementy niezbędne do wykonania przedmiotu zamówienia:

Cena zawarta w ofercie ma zawierać wszystkie koszty Wykonawcy związane z realizacją zamówienia:

a) Wykonawca określa cenę za całość przedmiotu zamówienia w złotych polskich (PLN) mnożąc cenę netto razy podatek VAT. Tj. cena musi obejmować wszelkie koszty jakie poniesie Wykonawca z tytułu należytej oraz zgodnej z obowiązującymi przepisami realizacji przedmiotu zamówienia np.

- koszty przeglądów technicznych,

- koszty materiałów i narzędzi potrzebnych do wykonania usługi,

- koszty robocizny,

- koszty dojazdu do i z siedziby Zamawiającego dla wykonania usługi przeglądu, konserwacji i naprawy,

- koszt cła i podatków, jeśli takie występują,

- koszty transportu i ubezpieczenia w przypadku realizacji naprawy poza siedzibą Zamawiającego,

- koszty wydania orzeczeń technicznych

b) Cena zawarta w ofercie ma zawierać wszystkie koszty Wykonawcy związane z realizacją zamówienia.

1. Cena ma być wyrażona w złotych polskich brutto z uwzględnieniem należnego podatku VAT. Formularz ofertowy musi być wypełniony z podaniem wartości netto i wartości brutto.
2. Wartości netto i brutto muszą być podane w zaokrągleniu do jednego grosza (do drugiego miejsca po przecinku).
3. Dla porównania ofert Zamawiający przyjmuje cenę ofertową tj. podaną łączną wartość brutto uwzględniającą wszystkie koszty.

**W przypadku złożenia oferty, której wybór prowadziłby do powstania obowiązku podatkowego Zamawiającego zgodnie z przepisami o podatku od towarów i usług w zakresie dotyczącym wewnątrzwspólnotowego nabycia towarów, zamawiający w celu oceny takiej oferty dolicza do przedstawionej w niej ceny podatek od towarów i usług, który miałby obowiązek wpłacić zgodnie z obowiązującymi przepisami. Wykonawca, składając ofertę, informuje zamawiającego, czy wybór oferty będzie prowadzić do powstania u zamawiającego obowiązku podatkowego, wskazując nazwę (rodzaj) towaru, których dostawa będzie prowadzić do jego powstania, oraz wskazując ich wartość bez kwoty podatku**

1. Przedmiot umowy o opłacany będzie przez Zamawiającego na podstawie prawidłowej faktury wystawionej za okresy miesięczne przez Wykonawcę z dołu w terminie 60 dni od daty doręczenia jej Zamawiającemu. Oferty z krótszym terminem płatności będą odrzucane jako nie spełniające warunków Zamawiającego.

### **ROZDZIAŁ V**

### **OPIS SPOSOBU PRZYGOTOWANIA OFERTY**

1. Oferta musi być sporządzona według załączonego wzoru formularza ofertowego (Załącznik nr 1).
2. Treść oferty musi odpowiadać treści specyfikacji istotnych warunków zamówienia.
3. Ofertę składa się w formie pisemnej, pod rygorem nieważności, napisaną w języku polskim, na maszynie do pisania, komputerze lub inną trwałą i czytelną techniką oraz podpisana przez osobę upoważnioną do reprezentowania firmy na zewnątrz i zaciągania zobowiązań w wysokości odpowiadającej cenie oferty.
4. Upoważnienie do podpisania oferty powinno być dołączone do oferty, o ile upoważnienie nie wynika z innych dokumentów dołączonych do oferty.
5. Dokumenty załączone do oferty powinny być przedstawione w formie oryginału lub kserokopii potwierdzonej za zgodność z oryginałem przez wykonawcę.
6. Każda zapisana strona oferty, załączonych dokumentów i oświadczeń musi być ponumerowana kolejnymi numerami a wszystkie kartki muszą być spięte w sposób trwały.
7. Wszelkie poprawki lub zmiany w tekście oferty muszą być parafowane własnoręcznie przez osobę podpisującą ofertę.
8. Wykonawca ma prawo złożyć tylko jedną ofertę.
9. Ofertę należy złożyć w siedzibie zamawiającego, w pokoju Zamówień Publicznych, Administracja Uniwersyteckiego Szpitala Klinicznego w Białymstoku, ul. Marii Curie – Skłodowskiej 24A, **w terminie do 22.12.2017 do godz.10.00.**

**-**Kopertęnależy zaadresować:

**Oferta: „Usługa świadczenia dostępu do systemu usług terminalowych”**

**Uniwersytecki Szpital Kliniczny w Białymstoku**

**ul. M. Skłodowskiej-Curie 24 A**

**15-276 Białystok**

**Nie otwierać przed dniem 22.12.2017 do godz. 1130.**

 ***Uwaga !***

*Koperta powinna być zamknięta w taki sposób, aby nie było możliwe otwarcie jej bez uszkodzenia przed terminem otwarcia ofert.*

*Zamawiający nie ponosi odpowiedzialności za zdarzenia wynikające z nieprawidłowego oznakowania opakowania lub braku którejkolwiek z informacji podanych w niniejszym punkcie.*

1. Wykonawca może wprowadzić zmiany, poprawki, modyfikacje i uzupełnienia do złożonych ofert pod warunkiem, że Zamawiający otrzyma pisemne powiadomienie o wprowadzeniu zmian, poprawek itp. przed terminem składania ofert. Powiadomienie o wprowadzeniu zmian musi być złożone w kopercie opisanej jak w punkcie 10 oznakowanej z dopiskiem **„ZAMIANA”**. Koperty oznakowane dopiskiem „ZAMIANA” zostaną otwarte przy otwieraniu oferty Wykonawcy, który wprowadził zmiany i po stwierdzeniu poprawności procedury dokonania zmian, zostaną dołączone do oferty.
2. Wykonawca ma prawo, przed upływem terminu składania ofert, wycofać ofertępoprzez złożenie pisemnego powiadomienia (wg takich samych zasad jak wprowadzanie zmian i poprawek) z napisem na kopercie **„WYCOFANIE”**. Koperty oznakowane w ten sposób będą otwierane w pierwszej kolejności i po stwierdzeniu poprawności postępowania Wykonawcy wcześniejsze koperty ofert wycofywanych nie będą otwierane.
3. Zamawiający niezwłocznie zawiadomi wykonawcę o złożeniu oferty po terminie oraz zwróci ofertę po upływie terminu do wniesienia odwołania.
4. Wykonawcy ubiegający się wspólnie o udzielenie zamówienia muszą spełniać następujące wymagania:
5. Wykonawcy występujący wspólnie muszą ustanowić pełnomocnika do reprezentowania ich w postępowaniu o udzielenie niniejszego zamówienia lub do reprezentowania ich w postępowaniu oraz zawarcia umowy w sprawie przedmiotowego zamówienia publicznego;
6. w przypadku wykonawców wspólnie ubiegających się o udzielenie zamówienia kopie dokumentów dotyczących odpowiednio wykonawcy są poświadczane za zgodność z oryginałem przez wykonawcę
7. Tajemnica przedsiębiorstwa:
	1. Informacje stanowiące tajemnicę przedsiębiorstwa w rozumieniu przepisów o zwalczaniu nieuczciwej konkurencji, zastrzeżone wyłącznie do wiadomości Zamawiającego Wykonawca winien podać w odrębnej części oferty odpowiednio je zabezpieczając oraz opatrując dopiskiem „Tajemnica przedsiębiorstwa – informacje zastrzeżone do wyłącznej wiadomości Zamawiającego”.
	2. Zamawiający informuje, że zgodnie z art. 96 ustawy, oferty składane w postępowaniu
	o zamówienie publiczne są jawne i podlegają udostępnieniu od chwili ich otwarcia, z wyjątkiem informacji stanowiących tajemnicę przedsiębiorstwa w rozumieniu przepisów o zwalczaniu nieuczciwej konkurencji, jeśli Wykonawca, nie później niż w terminie składania ofert zastrzegł, że nie mogą one być udostępnione oraz wykaże , iż zastrzeżone informacje stanowią tajemnicę przedsiębiorstwa.
	3. Przez tajemnicę przedsiębiorstwa w rozumieniu art. 11 ust. 4 Ustawy z dnia 16 kwietnia 1993 roku o zwalczaniu nieuczciwej konkurencji (Dz. U. 2003.153.1503 z późniejszymi zmianami) rozumie się nieujawnione do wiadomości publicznej informacje techniczne, technologiczne, organizacyjne przedsiębiorstwa lub inne informacje posiadające wartość gospodarczą, co do których przedsiębiorca podjął niezbędne działania w celu zachowania ich poufności;
	4. Informacje te powinny być wydzielone w składanej ofercie np. poprzez umieszczenie ich w kopercie z napisem "Tajne".
	5. Wykonawca m.in. nie może zastrzec informacji dotyczących ceny, terminu wykonania zamówienia, okresu gwarancji i warunków płatności zawartych w ofercie.

**ROZDZIAŁ VI**

**WYKAZ OŚWIADCZEŃ I DOKUMENTÓW, JAKIE MAJĄ DOSTARCZYĆ WYKONAWCY
WRAZ Z OFERTĄ W CELU POTWIERDZENIA NIE PODLEGANIU WYKLUCZENIU ORAZ SPELNIENIA WARUNKÓW UDZIAŁU W POSTĘPOWANIU**

1. **Oświadczenie o braku podstaw wykluczenia oraz spełnianiu warunków udziału w postępowaniu,** stanowiące wstępne potwierdzenie, że Wykonawca spełnia warunki udziału według wzoru stanowiącego **Załącznik nr 3 do SIWZ.**

*UWAGA:*

* + 1. *Wykonawca, który powołuje się na zasoby innych podmiotów, w celu wykazania braku istnienia wobec nich podstaw wykluczenia oraz spełniania, w zakresie, w jakim powołuje się na ich zasoby, warunków udziału w postępowaniu lub kryteriów selekcji składa także jednolite dokumenty dotyczące tych podmiotów,*
		2. *w przypadku wspólnego ubiegania się o zamówienie przez Wykonawców, jednolity dokument składa każdy z Wykonawców wspólnie ubiegających się o zamówienie,*
		3. *dokumenty wskazane w pkt a, b muszą potwierdzać spełnienie warunków udziału w postępowaniu, brak podstaw wykluczenia lub kryteria selekcji w zakresie, w którym każdy z Wykonawców wykazuje spełnienie warunków udziału w postępowaniu.*

**ROZDZIAŁ VII**

**POZOSTAŁE DOKUMENTY, KTÓRE WYKONAWCA MUSI ZAŁĄCZYĆ WRAZ Z OFERTĄ**

1. Wypełniony i podpisany przez Wykonawcę Załącznik nr 1 do SIWZ - **Formularz Ofertowy**
2. Podpisane przez Wykonawcę **Załącznik nr 2 do SIWZ.**
3. **Oryginał lub poświadczona notarialnie kopia pełnomocnictwa** do podpisywania oferty i składania ewentualnych wyjaśnień, jeżeli osobą podpisującą nie jest osoba wskazana w dokumencie wymienionym w Rozdz. IX ust. 1 SIWZ.
4. W przypadku, gdy ofertę składają wykonawcy ubiegający się wspólnie o udzielenie zamówienia, wymagane jest załączenie dokumentu pełnomocnictwa określającego zakres umocowania pełnomocnika ustanowionego do reprezentowania ich w postępowaniu lub do reprezentowania ich w postępowaniu oraz zawarcia umowy w sprawie przedmiotowego zamówienia publicznego, w myśl art. 23 ustawy Prawo zamówień publicznych.

**ROZDZIAŁ VIII**

**WYKAZ OŚWIADCZEŃ I DOKUMENTÓW, KTÓRE WYKONAWCA PRZEKAZUJE ZAMAWIAJĄCEMU W TERMINIE 3 DNI OD DNIA ZAMIESZCZENIA NA STRONIE INTERNETOWEJ INFORMACJI Z OTWARCIA OFERT, O KTÓREJ MOWA W ART. 86 UST. 5 USTAWY PZP**

1. **Oświadczenie** **o przynależności lub braku przynależności do tej samej grupy kapitałowej** o której mowa w art. 24 ust. 1 pkt 23) – według wzoru stanowiącego **Załącznik nr 4 do SIWZ.**

Wraz ze złożeniem ww. oświadczenia, Wykonawca może przedstawić dowody, że powiązania z innym wykonawcą nie prowadzą do zakłócenia konkurencji w postępowaniu o udzielenie zamówienia.

**ROZDZIAŁ IX**

**WYKAZ DOKUMENTÓW, SKŁADANYCH PRZEZ WYKONAWCĘ W POSTĘPOWANIU
NA WEZWANIE ZAMAWIAJĄCEGO, O KTÓRYM MOWA W ART.25 UST.1**

Do uzupełnienia dokumentów zostaną wezwani wyłącznie Wykonawcy, których oferta zostanie najwyżej oceniona, spośród tych, które nie zostaną odrzucone po analizie Oświadczenia, wymienionego w Rozdziale VI.

Jednocześnie Zamawiający, w myśl art.26 ust.2f, zastrzega sobie prawo do wezwania każdego z Wykonawców do złożenia wszystkich lub niektórych oświadczeń lub dokumentów, jeżeli jest to niezbędne do zapewnienia odpowiedniego przebiegu postępowania.

1. **Dokumenty na potwierdzenie okoliczności, o których mowa w art. 25 ust. 1 pkt 1) ustawy Pzp, tj. spełnienia warunków udziału w postępowaniu:**

Zamawiający nie wymaga przedstawienia oświadczeń, ani dokumentów w tym zakresie.

**II. Dokumenty na potwierdzenie okoliczności, o których mowa w art. 25 ust. 1 pkt 3) ustawy Pzp, tj. braku podstaw do wykluczenia:**

1. Odpis z właściwego rejestru lub z centralnej ewidencji i informacji o działalności gospodarczej, jeżeli odrębne przepisy wymagają wpisu do rejestru lub ewidencji, w celu potwierdzenia braku podstaw wykluczenia na podstawie art. 24 ust. 5 pkt 1 ustawy.

**III. Dokumenty na potwierdzenie okoliczności, o których mowa w art. 25 ust. 1 pkt 2) ustawy Pzp, tj. spełnienia przez oferowane dostawy, usługi lub roboty budowlane wymagań określonych przez Zamawiającego:**

Zamawiający nie wymaga przedstawienia oświadczeń, ani dokumentów w tym zakresie.

**IV. Podmioty zagraniczne:**

1. Jeżeli Wykonawca ma siedzibę lub miejsce zamieszkania poza terytorium Rzeczpospolitej Polskiej, zamiast dokumentu, o których mowa w pkt. II.1, składa dokument wystawiony w kraju, w którym Wykonawca ma siedzibę lub miejsce zamieszkania, potwierdzające, że nie otwarto jego likwidacji ani nie ogłoszono upadłości.
2. Dokument, o którym mowa w ust. 1 powinny być wystawione nie wcześniej niż 6 miesięcy przed terminem upływu składania ofert.
3. Jeżeli w kraju, w którym Wykonawca ma siedzibę lub miejsce zamieszkania lub miejsce zamieszkania ma osoba, której dokument dotyczy, nie wydaje się dokumentów, o których mowa w pkt. II.1, zastępuje się je dokumentem zawierającym odpowiednio oświadczenie wykonawcy, ze wskazaniem osoby albo osób uprawnionych do jego reprezentacji, lub oświadczenie osoby, której dokument miał dotyczyć, złożone przed notariuszem lub przed organem sądowym, administracyjnym albo organem samorządu zawodowego lub gospodarczego właściwym ze względu na siedzibę lub miejsce zamieszkania Wykonawcy lub miejsce zamieszkania tej osoby. Przepis ust. 2 stosuje się odpowiednio.

**V. Oferta wspólna**

1. W przypadku Wykonawców wspólnie ubiegających się o zamówienie publiczne, do oferty należy dołączyć dokument stwierdzający ustanowienie przez Wykonawców wspólnie ubiegających się o zamówienie pełnomocnika (lidera) do reprezentowania ich w postępowaniu o udzielenie niniejszego zamówienia publicznego albo reprezentowania ich w postępowaniu i zawarcia umowy w sprawie zamówienia publicznego. Dokument potwierdzający ustanowienie pełnomocnika powinien zawierać wskazanie postępowania o zamówienie publiczne, którego dotyczy, Wykonawców ubiegających się wspólnie o udzielenie zamówienia, dane ustanowionego pełnomocnika oraz zakres jego umocowania, a także oświadczenie o przyjęciu wspólnej solidarnej odpowiedzialności za wykonanie umowy – dokument pełnomocnictwa powinien zostać podpisany przez wszystkich Wykonawców ubiegających się wspólnie o zamówienie publiczne. Podpisy muszą zostać złożone przez osoby uprawnione do składania oświadczeń woli. Dokument pełnomocnictwa należy przedstawić w oryginale lub kserokopii potwierdzonej notarialnie
2. Wszelka korespondencja oraz rozliczenia dokonywane będą wyłącznie z podmiotem występującym
jako pełnomocnik (lider).
3. W przypadku Wykonawców wspólnie ubiegających się o udzielenie zamówienia oraz w przypadku innych podmiotów, na zasobach których Wykonawca polega na zasadach określonych w art. 22 a) ustawy p.z.p., kopie dokumentów dotyczących odpowiednio Wykonawcy lub tych podmiotów są poświadczone za zgodność z oryginałem odpowiednio przez Wykonawcę lub te podmioty.
4. Wykonawcy wspólnie ubiegający się o udzielenie zamówienia solidarnie odpowiadają za realizacje zamówienia.
5. W przypadku Wykonawców wspólnie ubiegających się o zamówienie, których oferta została wybrana jako najkorzystniejsza, Zamawiający przed zawarciem umowy w sprawie zamówienia publicznego wymaga przedłożenia zawartej umowy konsorcjum.

**ROZDZIAŁ x**

**Wadium**

W niniejszym postępowaniu Zamawiający nie wymaga wniesienia wadium.

ROZDZIAŁ XI

INFORMACJA O SPOSOBIE POROZUMIEWANIA SIĘ ZAMAWIAJĄCEGO Z WYKONAWCAMI

1. Wszelkie oświadczenia, wnioski, zapytania, zawiadomienia oraz informacje Zamawiający
i Wykonawcy przekazują za pomocą poczty elektronicznej (zamowienia@poczta-usk.pl).
2. Każda ze stron, na żądanie drugiej strony potwierdza w dowolny sposób mailem, fakt otrzymania oświadczeń, wniosków, zawiadomień oraz innych informacji.
3. W przypadku problemów z nadaniem poprzez pocztę elektroniczna oświadczeń, wniosków, zapytań, zawiadomień oraz informacji (np. awarie itp.) dopuszcza się formę: faks (85) 831 86 91, poczta, osobiście.
4. W przypadku braku potwierdzenia przez Wykonawcę otrzymania oświadczeń, wniosków, zawiadomień
oraz informacji (dokumentów), o których mowa w pkt 1, Zamawiający uzna, iż zostały one doręczone
w sposób umożliwiający zapoznanie się Wykonawcy z treścią pisma w dniu i godzinie ich nadania
i były czytelne.
5. Osobą uprawnioną przez Zamawiającego do porozumiewania się z wykonawcami w sprawach proceduralnych jest:

Martyna Maciejewska – Zamówienia Publiczne, tel.85 831 88 10, mmaciejewska@poczta-usk.pl

ROZDZIAŁ XII

UDZIELANIE WYJAŚNIEŃ ORAZ DOKONYWANIE MODYFIKACJI DOTYCZĄCYCH
 SPECYFIKACJI ISTOTNYCH WARUNKÓW ZAMÓWIENIA

1. Wykonawca może zwrócić się do Zamawiającego o wyjaśnienie treści SIWZ, w sposób określony w Rozdziale XI.
2. Zamawiający udzieli wyjaśnień, jeżeli prośba o wyjaśnienie SIWZ wpłynęła do Zamawiającego nie później niż do końca dnia, w którym upływa połowa terminu wyznaczonego na składanie ofert. Termin udzielenia wyjaśnień: niezwłocznie, nie później niż na **2 dni** przed terminem składania ofert.
3. Zamawiający prześle treść wyjaśnień wszystkim Wykonawcom, którym w formie pisemnej przekazano SIWZ oraz umieści je na stronie internetowej: [www.usk.bialystok.pl](http://www.usk.bialystok.pl/)
4. Zamawiający nie organizuje spotkania z Wykonawcami w celu udzielania odpowiedzi na ewentualne pytania.
5. W szczególnie uzasadnionych przypadkach, przed upływem terminu składania ofert, Zamawiający może zmienić treść dokumentów składających się na SIWZ.
6. O każdej zmianie Zamawiający zawiadomi wszystkich Wykonawców, którym w formie pisemnej przekazano SIWZ oraz umieści treść zmiany na stronie internetowej: www.usk.bialystok.pl, a także wykona czynności o których mowa w art. 38 ust. 4a pkt 1 ustawy Pzp.
7. Zamawiający przedłuży określony w Rozdział XIV ust. 1 termin składania ofert, jeżeli w wyniku zmiany treści SIWZ niezbędny jest dodatkowy czas na wprowadzenie zmian w ofertach.

**ROZDZIAŁ XIII**

**TERMIN ZWIĄZANIA OFERTĄ**

1. Termin związania ofertą wynosi 30 dni. Bieg terminu związania ofertą rozpoczyna się wraz z upływem terminu składania ofert.

2. Wykonawca samodzielnie lub na wniosek Zamawiającego może przedłużyć termin związania ofertą, z tym że Zamawiający może tylko raz co najmniej na 3 dni przed upływem terminu związania ofertą zwrócić się do Wykonawców o wyrażenie zgody na przedłużenie tego terminu o oznaczony czas, nie dłuższy jednak niż 60 dni.

**ROZDZIAŁ XIV**

**MIEJSCE I TERMIN SKŁADANIA I OTWARCIA OFERT.**

1**. Ofertę należy złożyć w siedzibie Zamawiającego w Pokoju Zamówień Publicznych (Administracja Szpitala) Uniwersyteckiego Szpitala Klinicznego w Białymstoku do dnia 22.12.2017 do godz. 10:00.**

1. doręczenie oferty do innego miejsca niż wskazane w ust. 1 nie jest równoznaczne ze złożeniem oferty w sposób skuteczny.
2. oferta złożona po terminie zostanie zwrócona przez Zamawiającego zgodnie z art. 84 ust. 2 Pzp.

2**. Otwarcie ofert nastąpi dnia 22.12.2017 o godz. 11:30, w siedzibie Zamawiającego budynek główny Szpitala przy ul. M. Skłodowskiej – Curie 24a, administracja (V piętro, pok. nr 57, Zamówienia Publiczne).**

a) bezpośrednio przed otwarciem ofert Zamawiający poda kwotę, jaka zamierza przeznaczyć na sfinansowanie zamówienia;

b) otwarcie ofert jest jawne;

c) po otwarciu ofert zamawiający poda: nazwę (firmę) oraz adres wykonawcy, którego oferta jest otwierana, a także informacje dotyczące ceny oferty i kryteriów oceny ofert;

d) informacje, o których mowa w punkcie a) i c) Zamawiający niezwłocznie po otwarciu ofert zamieści na stronie internetowej.

#### **ROZDZIAŁ XV**

##### OPIS KRYTERIÓW OCENY OFERT, ICH ZNACZENIE ORAZ SPOSÓB OCENY OFERT

1. Przy wyborze najkorzystniejszej oferty, w zakresie każdej z części zamówienia, Zamawiający kierować się będzie kryterium:

**a) Cena – 60 %**

**b) Czas reakcji na zgłoszenie serwisowe – 20%**

**c) Uruchomienie usługi – 20 %**

Oferty będą oceniane w odniesieniu do najkorzystniejszych warunków przedstawionych przez oferentów w zakresie każdego ww. kryterium.

Oferta wypełniająca w najwyższym stopniu wymagania określonego kryterium, otrzyma maksymalną ilość punktów.

Pozostałym oferentom, spełniającym wymagania kryteria przypisana zostanie odpowiednio mniejsza liczba punktów.

**Ad. a) algorytm oceny kryterium „cena”:**

Cena minimalna

**Wp (C)** = ------------------------------- x 60 (znaczenie % kryterium „cena” podane w pkt), gdzie:

 Cena oferty badanej

Cena minimalna – najniższa cena spośród wszystkich ocenianych ofert w danym Pakiecie.

**Ad. b) algorytm oceny kryterium „Czas reakcji na zgłoszenie serwisowe”:**

Liczba punktów oferty badanej

**Wp (N)** = ------------------------------------------- x20 (znaczenie % kryterium „czas reakcji na zgłoszenie” podane w pkt)., Liczba punktów maksymalna

Liczba punktów maksymalna – maksymalna liczba punktów możliwa do uzyskania w danym kryterium (20 pkt.)

gdzie:

Przy obliczaniu liczby punktów w kryterium Zamawiający zastosuje następujące wyliczenie:

**- Czas reakcji na zgłoszenie serwisowe - 1 godzina- 20 pkt,**

**- Czas reakcji na zgłoszenie serwisowe – 2 godziny - 15 pkt,**

**- Czas reakcji na zgłoszenie serwisowe – 3 godziny – 10 pkt.**

**- Czas reakcji na zgłoszenie serwisowe – pow. 3 godzin - 0 pkt**

Zgodnie z warunkami SIWZ **maksymalny** czas reakcji na zgłoszenie serwisowe wynosi max. 4 godziny.

Ocena wg kryterium „termin realizacji” dokonana zostanie w oparciu o informację zawartą w formularzu ofertowym.

**Ad. c) algorytm oceny kryterium „Uruchomienie usługi”:**

Liczba punktów oferty badanej

**Wp (S)** = ------------------------------------------- x20 (znaczenie % kryterium „termin gwarancji” podane w pkt).,  ***l***iczba punktów maksymalna

Liczba punktów maksymalna – maksymalna liczba punktów możliwa do uzyskania w danym kryterium (20 pkt.)

gdzie:

Przy obliczaniu liczby punktów w kryterium Zamawiający zastosuje następujące wyliczenie:

- **Uruchomienie usługi w ciągu 7 dni od daty podpisania umowy – 20 pkt,**

**- Uruchomienie usługi w ciągu 14 dni od daty podpisania umowy – 10 pkt,**

**- Uruchomienie usługi w ciągu powyżej 14 dni od daty podpisania umowy – 0 pkt,**

Zgodnie z warunkami SIWZ **maksymalny**  czas uruchomienia usługi od daty podpisania umowy to 15 dni.

Ocena wg kryterium „Uruchomienie usługi” dokonana zostanie w oparciu o informację zawartą w formularzu ofertowym.

**W = Wp (C) + Wp (N) + Wp(S)**

1. Oferta, która uzyska największą ilość punktów zostanie wybrana jako najkorzystniejsza.
2. W toku badania i oceny ofert Zamawiający może żądać od wykonawcy wyjaśnień dotyczących treści złożonej oferty, w tym w szczególności do załączenia dodatkowych dokumentów producenta oferowanego przedmiotu zamówienia, potwierdzających spełnienie budzących wątpliwości parametrów technicznych określonych w ofercie Wykonawcy, w których Zamawiający będzie w stanie zweryfikować zgodność opisu danego parametru.
3. Zamawiający w treści oferty poprawi oczywiste omyłki pisarskie oraz oczywiste omyłki rachunkowe, z uwzględnieniem konsekwencji rachunkowych dokonanych poprawek.

***W przypadku omyłek rachunkowych tj. wadliwego wyniku działania arytmetycznego oczywistym dla Zamawiającego będzie, iż cena jednostkowa netto została podana prawidłowo.***

1. Zamawiający poprawi również inne omyłki polegające na niezgodności oferty z przedmiotową SIWZ, niepowodujące istotnych zmian w treści oferty.
2. O poprawionych omyłkach Zamawiający powiadomi niezwłocznie wykonawcę, którego oferta została poprawiona

**ROZDZIAŁ XVI**

**INFORMACJA O FORMALNOŚCIACH, JAKIE POWINNY ZOSTAĆ DOPEŁNIONE PO WYBORZE OFERTY**

1. O wyniku postępowania Zamawiający powiadomi Wykonawcę wykonując czynności, o których mowa
w art. 92 ust. 1 i 2 p.z.p.
2. Umowa z Wykonawcą, którego oferta zostanie wybrana jako najkorzystniejsza, zostanie zawarta
w terminie nie krótszym, niż 5 dni od dnia przekazania zawiadomienia o wyborze oferty, z zastrzeżeniem
art. 94 ust. 2 ustawy Prawo zamówień publicznych.

**ROZDZIAŁ XVII**

**WYMAGANIA DOTYCZĄCE ZABEZPIECZENIA NALEŻYTEGO WYKONANIA UMOWY**

Zamawiający nie wymaga wniesienia zabezpieczenia należytego wykonania umowy.

**ROZDZIAŁ XVIII**

**ŚRODKI OCHRONY PRAWNEJ**

Wykonawcy i innemu podmiotowi, jeżeli ma lub miał interes w uzyskaniu danego zamówienia oraz poniósł
lub może ponieść szkodę w wyniku naruszenia przez Zamawiającego przepisów ustawy Prawo zamówień publicznych z dnia 29.01.2004 (Dz. U. z 2015 r., poz. 2164 ze zm), przysługują środki ochrony prawnej w postaci odwołania i skargi do sądu, na zasadach określonych w Dziale VI tej ustawy (art. 179 – 198g).

**ROZDZIAŁ XIX**

Zamawiający nie przewiduje rozliczeń z wykonawcą w walutach obcych.

**ROZDZIAŁ XX**

**Wzór umowy**

1. Wykonawca, który przedstawił najkorzystniejszą ofertę, będzie zobowiązany do podpisania umowy zgodnie
z załączonym wzorem umowy (Załącznik nr 5).
2. Złożenie oferty jest równoznaczne z pełną akceptacją umowy przez wykonawcę.

**ROZDZIAŁ XXI**

W sprawach nieuregulowanych w Specyfikacji Istotnych Warunków Zamówienia zastosowanie mają przepisy ustawy z dnia 29 stycznia 2004 r. Prawo zamówień publicznych (Dz. U. 2015 r., poz. 2164 ze zm.).) oraz przepisy Kodeksu Cywilnego (Dz. U. z 1964 r., nr 16, poz. 93 ze zm.).

Wykaz załączników do siwz:

Załącznik nr 1 - Formularz ofertowy

Załącznik nr 2 – Opis przedmiotu zamówienia

Załącznik nr 3 - Oświadczenie o spełnieniu warunków udziału w postępowaniu i o braku podstaw do wykluczenia

Załącznik nr 4 - Informacja o braku przynależności do grupy kapitałowej

Załącznik nr 5 - Wzór umowy

Załącznik nr 1

**FORMULARZ OFERTOWY**

**Dane Wykonawcy** *( przypadku konsorcjum-lidera konsorcjum):*

Nazwa …………………………………………………………………………………………

 Adres …………………………………………………………………………………………..

 Numer REGON ............................................ NIP: ..............................................................

 E-mail: .....................................................

 Fax: ……………………………………..

**Dane partnera lidera Konsorcjum** *(jeżeli dotyczy):*

Nazwa …………………………………………………………………………………………

 Adres ……………………………………………………………………………………………

 Numer REGON ............................................ NIP: ..............................................................

zwanego/zwanych dalej w niniejszym formularzu ofertowym Wykonawcą.

### **OFERTA**

**do Uniwersyteckiego Szpitala Klinicznego w Białymstoku**

**ul. M. Skłodowskiej-Curie 24 A, 15-276 Białystok**

Działając w imieniu i na rzecz ww. Wykonawcy, **odpowiadając na ogłoszenie - o przetargu nieograniczonym**
na **Usługę świadczenia dostępu do systemu usług terminalowych** zgodnie z wymogamiokreślonymi w SIWZ (**nr sprawy 91/2017**):

* 1. Oferujemy realizację zamówienia zgodnie z zasadami określonymi w Specyfikacji za kwotę brutto:……………… zł (słownie zł: ……………………………………….. /100), netto: …………………zł, w tym podatek VAT …%, tj.: …………………………………… zł, z tym że Wynagrodzenie za wykonywane usługi będzie płatne miesięcznie z dołu na podstawie faktury VAT wystawionej każdorazowo w ostatnim dniu roboczym każdego miesiąca, w którym usługa będzie świadczona w kwocie brutto: …… zł (słownie: …… /100), w tym wartość netto wynosi … zł plus należny podatek VAT w wysokości … zł, w terminie 60 dni od daty otrzymania faktury przez Zamawiającego.
	2. Akceptujemy wymagania Zamawiającego dotyczące świadczenia dostępu do systemu usług terminalowych, które zostały określone **w Załączniku nr 2 do siwz**.
	3. Oświadczamy, że zapoznaliśmy się ze Specyfikacją Istotnych Warunków Zamówienia i uznajemy się za związanych określonymi w niej zasadami postępowania.
	4. Oświadczamy, że uważamy się za związanych niniejszą ofertą na czas wskazany w Specyfikacji.
	5. Oświadczamy, iż wyrażamy zgodę na stałość cen na oferowane usługi i produkty przez cały okres trwania
	6. Oferowany przez nas termin płatności wynosi 60 dni licząc od daty otrzymania przez Zamawiającego prawidłowo wystawionej faktury po zrealizowaniu zamówienia za okresy miesięczne przez Wykonawcę z dołu.

7. Usługi stanowiące przedmiot zamówienia wykonywać będziemy przez **okres 36 miesięcy** licząc od daty zawarcia umowy.

1. Oświadczamy, iż posiadamy/nie posiadamy\* autoryzacji producenta. *…………..*
2. Oświadczamy iż czas reakcji na zgłoszenie serwisowe w przypadku stanu krytycznego wynosi …………. Czas reakcji na zgłoszenie serwisowe: 1 godzina- 20 pkt; 2 godziny - 15 pkt; 3 godziny – 10 pkt; powyżej 3 godzin - 0 pkt. *(Jest to parametr punktowany w przypadku nie wypełnienia tego punktu – przyjmuje się, iż Wykonawca zaoferował czas reakcji – 4 godz, który jest czasem reakcji granicznym.).*
3. Oświadczamy, iż uruchomimy usługę po podpisaniu umowy w czasie nie dłuższym niż ……………… Uruchomienie usługi w ciągu 7 dni od daty podpisania umowy – 20 pkt; Uruchomienie usługi w ciągu 14 dni od daty podpisania umowy – 15 pkt; Uruchomienie usługi w czasie dłuższym niż 14 dni od daty podpisania umowy – 0 pkt. *(Jest to parametr punktowany w przypadku nie wypełnienia tego punktu – przyjmuje się, iż Wykonawca zaoferował termin –15 dni, który jest terminem granicznym).*
4. Oświadczamy, że zapoznaliśmy się z istotnymi postanowieniami umowy (załącznik nr 5 do SIWZ), które zostały zawarte w Specyfikacji i zobowiązujemy się w przypadku wyboru naszej oferty do zawarcia umowy na zawartych tam warunkach w miejscu i terminie wyznaczonym przez Zamawiającego.
5. Oświadczamy że osoby wykonujące prace związane z wykonaniem przedmiotu zamówienia, tj. w zakresie wszelkich prac związanych z wykonaniem przedmiotu zamówienia będą zatrudnione na umowę o pracę.
6. Oświadczamy, że zapoznaliśmy się ze specyfikacją istotnych warunków zamówienia i nie wnosimy do niej zastrzeżeń oraz przyjmujemy warunki w niej zawarte.
7. Oświadczamy, że uważamy się za związanych niniejszą ofertą na czas wskazany w SIWZ.
8. W przypadku przyznania nam zamówienia zobowiązujemy się do zawarcia umowy, wg załączonego do SIWZ wzoru umowy, w miejscu i terminie wskazanym przez Zamawiającego (Załącznik nr 5).
9. Oświadczamy, iż część zamówienia ...................... (wskazać jaką) powierzymy następującym podwykonawcom: …………… (podać nazwę firmy) *(w przypadku nie powierzenia podwykonawcom żadnej części zamówienia należy wpisać „0”,„-„bądź pozostawić puste miejsce. W przypadku nie wypełnienia tego punktu oferty – Zamawiający przyjmuje się, iż Wykonawca nie powierzy części zamówienia podwykonawcom).*
10. Oferta została złożona na ...... zapisanych stronach, podpisanych i kolejno ponumerowanych od nr ..... do nr .........
11. Informujemy, iż oświadczenia lub dokumenty potwierdzające spełnianie warunków udziału w postępowaniu i braku podstaw wykluczenia, **nie znajdują się/znajdują się\*** w posiadaniu Zamawiającego w postępowaniu nr ………………. z roku ………………… *(należy wypełnić tylko w przypadku zaznaczenia opcji „znajdują”. W przypadku , kiedy Wykonawca nie zaznaczy żadnej opcji, Zamawiający uzna, że ww. dokumenty nie znajdują się w jego posiadaniu)*
12. Nasz numer REGON .............................................. NIP: ..............................................................

 E-mail: ..............................................

 Fax: ………………………………. Tel (do działu przetargów) ………………………….

 Osoba upoważniona do koordynowania zadania z zamawiającym w przypadku udzielenia nam zamówienia to: .......................................................... nr tel. .............................................................

1. Oświadczamy iż Wykonawca jest :

□ mikroprzedsiębiorstwem

□ małym przedsiębiorstwem

□ średnim przedsiębiorstwem

□ żadne z powyższych

1. Integralną część oferty stanowią następujące dokumenty

1/ .................................................................................

2/ .................................................................................

3/ .................................................................................

4/ .................................................................................

5/ ................................................................................. etc.

*\* niepotrzebne skreślić*

…..................................................................

 /upełnomocnieni przedstawiciele oferenta/

\* *w przypadku nie wypełnienia pola przez Wykonawcę, Zamawiający przyjmie, iż Wykonawca zaoferował wartość graniczną określoną w nawiasach, dla danego parametru*.

**Załącznik nr 2**

**Opis przedmiotu zamówienia:**

**Wymagania techniczne**

Wykonawca udostępni Zamawiającemu na okres 36 miesięcy dostęp do środowiska informatycznego dedykowanego dla systemu usług terminalowych. Środowisko nie może być współdzielone z innymi podmiotami, nie dopuszcza się oferowania współdzielonych zasobów serwerowych lub przestrzeni dyskowej. Sieci LAN oraz SAN muszą być dedykowane wyłączenie dla potrzeb Zamawiającego, należy zapewnić pełną separację fizyczną przechowywanych i przesyłanych danych informatycznych.

Wykonawca na swój koszt zapewni dedykowane łącze informatyczne o przepustowości minimum 10 Gbps pomiędzy serwerownią Zamawiającego zlokalizowaną w Białymstoku przy ul. Marii Skłodowskiej-Curie 24a a miejscem lokalizacji środowiska informatycznego.

Na potrzeby łącza zapasowego Wykonawca na swój koszt zapewni szyfrowane łącze VPN o przepustowości min. 100Mbps.

Miejsce instalacji systemów informatycznych użytych do świadczenia usługi musi być objęte monitoringiem oraz kontrolą dostępu przez 24 godziny na dobę, 7 dni w tygodniu. Urządzenia powinny znajdować się w strefie bezpieczeństwa objętej autoryzacją dostępu pracowników Wykonawcy i osób niezatrudnionych. Urządzenia muszą być zasilane z redundantnych linii zasilających z wykorzystaniem gwarantowanych źródeł zasilania w postaci agregatów prądotwórczych.

Oferta cenowa musi zawierać wszystkie koszty instalacji, konfiguracji i uruchomienia niezbędnej infrastruktury i oprogramowania wymaganej do realizacji umowy przez okres 36 miesięcy.

Na potrzeby realizacji umowy Wykonawca udostępni system rejestracji zgłoszeń serwisowych dostępny 24h na dobę, 7 dni w tygodniu, z czasem reakcji na zgłoszenie nie dłuższym niż 1 godzina oraz gwarantowanym czasem usunięcia awarii nie dłuższym niż 2 godziny od chwili rejestracji zgłoszenia w systemie Wykonawcy.

Wykonawca zapewni dostęp do środowiska informatycznego dedykowanego na potrzeby systemu usług terminalowych składającego się z klastra dwóch serwerów fizycznych, macierzy dyskowej, systemu archiwizacji danych, systemu bezpieczeństwa oraz oprogramowania do wirtualizacji i systemów operacyjnych o parametrach nie gorszych niż opisane poniżej:

**1. Klaster 2 serwerów fizycznych.** Parametry techniczne pojedynczego serwera:

* 1. Dwa procesory min. ośmiordzeniowe klasy x86 dedykowane do pracy z zaoferowanym serwerem umożliwiające osiągnięcie wyniku min. 637 punktów w teście SPECint\_rate\_base2006 dostępnym na stronie [www.spec.org](http://www.spec.org) w konfiguracji dwuprocesorowej.
	2. 256 GB pamięci RAM
	3. Zabezpieczenia pamięci: Memory Rank Sparing, Memory Mirror, SBEC, Lockstep;
	4. Zintegrowana karta graficzna umożliwiająca rozdzielczość min. 1280x1024
	5. interfejsy sieciowe min. 4 wbudowane złącza lOGbE
	6. Zintegrowany z płytą główną moduł TPM.
	7. Z każdym serwerze należy zainstalować licencję na oprogramowanie typu wtyczka (plug-in) do oferowanego oprogramowania do wirtualizacji pozwalające na monitorowanie, zarządzanie, aktualizację i konfigurację serwerem z poziomu systemu wirtualizacji serwerów
	8. Niezależna od zainstalowanego na serwerze systemu operacyjnego posiadająca dedykowane port RJ-45 Gigabit Ethernet umożliwiająca: zdalny dostęp do graficznego interfejsu Web karty zarządzającej, zdalne monitorowanie i informowanie o statusie serwera (m.in. prędkości obrotowej wentylatorów, konfiguracji serwera), szyfrowane połączenie (SSLv3) oraz autentykacje i autoryzację użytkownika, możliwość podmontowania zdalnych wirtualnych napędów, wirtualną konsolę z dostępem do myszy, klawiatury, wsparcie dla IPv6, wsparcie dla WSMAN (Web Service for Managament); SNMP; IPMI2.0, VLAN tagging, Telnet, SSH, możliwość zdalnego monitorowania w czasie rzeczywistym poboru prądu przez serwer, możliwość zdalnego ustawienia limitu poboru prądu przez konkretny serwer, integracja z Active Directory, możliwość obsługi przez dwóch administratorów jednocześnie, wysyłanie do administratora maila z powiadomieniem o awarii lub zmianie konfiguracji sprzętowej
	9. Serwer musi być objęty aktualnym wsparciem technicznym producenta serwer na okres trwania umowy (minimum 36 miesięcy). Zamawiający musi mieć możliwość zweryfikowania gwarancji serwera w trakcie obowiązywania umowy np. przez podanie nr seryjnego serwera oraz adresu strony www producenta, na której można sprawdzić warunki gwarancji
	10. Serwer musi znajdować się na liście Windows Server Catalog i posiadać status „Certified for Windows" dla systemów Windows Server 2008 R2 x64, x86, Windows Server 2012.

2. **Macierz dyskowa** o parametrach technicznych:

1. Obudowa umożliwiająca instalację min. 24 dysków twardych 3,5" Hot-Plug. Posiadająca dodatkowy przedni panel chroniący dyski twarde przed nieuprawnionym wyjęciem z macierzy.
2. Dwa redundantne kontrolery (zapewniające wysoką dostępność) posiadające łącznie minimum cztery złącza lOGbE iSCSI w tym min. 2 SFP+. Obsługiwane poziomy RAID co najmniej 6,10, 50, wyposażone w procesory minimum dwurdzeniowe klasy RISC.
3. Minimum 4 GB pamięci podręcznej dla jednego kontrolera z nieograniczonym czasowo zabezpieczeniem w razie awarii zasilania, obsługiwane poziomy RAID, co najmniej 5,6,10 oraz opcjonalnie RAID 50
4. Możliwość rozbudowy łącznej pamięci cache grupy modułów macierzy do przynajmniej 120GB, jeżeli macierz nie umożliwia rozbudowy łączonej pamięci cache zamawiający dopuszcza, jako rozwiązanie równoważne macierz wyposażoną w dwa kontrolery o łącznej pamięci cache 120GB.
5. Zamawiający nie dopuszcza macierzy wyposażonej w pamięć Cache rozszerzony dyskami SSD/Flash.
6. Zainstalowane min. 24 dyski 3TB Hot Plug NSAS 7.2k RPM, możliwość rozbudowy dodatkowymi modułami macierzy do pojemności minimum 2,1PB RAW.
7. Bezpieczeństwo danych: Hot Spare, Technologia SMART, Automatyczne zastępowanie wadliwych sektorów, Automatyczny system monitorowania dysków nadzorujący poprawność zapisu danych na dyskach.
8. Zmiana wielkości dysków logicznych bez przerywania dostępu do danych.
9. Możliwość rozbudowy łącznej pamięci cache grupy modułów macierzy do przynajmniej 128GB.
10. Mechanizm adaptatywnego przenoszenia aktywnych danych na najszybsze dyski bez przerywania dostępu do danych.
11. Mechanizm dynamicznej alokacji przestrzeni dyskowej dla dysków logicznych (Thin Provisioning) z możliwością uwolnienia wcześniej zaalokowanej przestrzeni (Space Reclamation, Volume Unmap).
12. Klonowanie i kopie migawkowe
13. Możliwość tworzenia kopii migawkowych bez obciążania kontrolerów macierzy (Redirect on Write)
14. Automatyczna replikcja synchroniczna i asynchroniczna
15. Harmonogram migawek i automatycznej replikacji
16. Zapisywalne i odzyskiwalne snapshoty, kopie migawkowe ze wsparciem dla MS SQ.L, MS Exchange, VMware ESX
17. Oprogramowanie do zarządzania snapshotami od strony systemów operacyjnych
18. Wielościeżkowy dostęp do danych
19. Administrowanie oparte na rolach
20. Centralny monitoring wydajności modułów macierzy (w tym raportowanie również na podstawie historycznych danych) oraz monitoring zdarzeń w obrębie macierzy z możliwością generowania raportów graficznych
21. Możliwość rozbudowy o dodatkowe moduły bez przerywania dostępu do danych.
22. Wsparcie Single Sign-on dla LDAP, AD
23. Metody powiadamiania SNMP, e-mail, dziennik systemowy -Zasilacze: Redundantne, Hot Plug

24) Macierz musi być objęta aktualnym wsparciem technicznym producenta macierzy na okres trwania umowy (minimum 36 miesięcy). Zamawiający musi mieć możliwość zweryfikowania gwarancji macierzy w trakcie obowiązywania umowy np. przez podanie nr seryjnego macierzy oraz adresu strony www producenta, na której można sprawdzić warunki gwarancji

**3. Oprogramowanie do wirtualizacji** zainstalowane na klastrze serwerów. Wykonawca zapewni na okres trwania umowy dostęp do oprogramowania do wirtualizacji zainstalowanego na oferowanym klastrze serwerów o parametrach:

1. Licencja musi obejmować wszystkie procesory fizyczne serwerów oferowanych w postępowaniu.
2. Warstwa wirtualizacji musi być zainstalowana bezpośrednio na sprzęcie fizycznym bez dodatkowych pośredniczących systemów operacyjnych
3. Rozwiązanie musi zapewnić możliwość obsługi wielu instancji systemów operacyjnych na jednym serwerze fizycznym i powinno się charakteryzować maksymalnym możliwym stopniem konsolidacji sprzętowej.
4. Oprogramowanie do wirtualizacji zainstalowane na serwerze fizycznym musi obsłużyć i wykorzystać procesory fizyczne wyposażone dowolną liczbę rdzeni oraz do 2TB pamięci fizycznej RAM.
5. Oprogramowanie do wirtualizacji musi zapewnić możliwość skonfigurowania maszyn wirtualnych 1-8 / 1-32 / 1-64 procesorowych.
6. Oprogramowanie do wirtualizacji musi zapewnić możliwość skonfigurowania maszyn wirtualnych z możliwością przydzielenia do 1TB pamięci operacyjnej RAM.
7. Oprogramowanie do wirtualizacji musi zapewnić możliwość skonfigurowania maszyn wirtualnych z których każda może mieć 1-10 wirtualnych kart sieciowych.
8. Rozwiązanie musi umożliwiać łatwą i szybką rozbudowę infrastruktury o nowe usługi bez spadku wydajności i dostępności pozostałych wybranych usług.
9. Rozwiązanie powinno w możliwie największym stopniu być niezależne od producenta platformy sprzętowej
10. Rozwiązanie musi umożliwiać przydzielenie większej ilości pamięci RAM dla maszyn wirtualnych niż fizyczne zasoby RAM serwera w celu osiągnięcia maksymalnego współczynnika konsolidacji.
11. Rozwiązanie musi umożliwiać udostępnienie maszynie wirtualnej większej ilości zasobów dyskowych niż jest fizycznie zarezerwowane na dyskach lokalnych serwera lub na macierzy.
12. Rozwiązanie powinno posiadać centralną konsolę graficzną do zarządzania maszynami wirtualnymi i do konfigurowania innych funkcjonalności. Centralna konsola graficzna powinna mieć możliwość działania zarówno jako aplikacja na maszynie fizycznej lub wirtualnej jak i jako gotowa, wstępnie skonfigurowana maszyna wirtualna tzw. virtualappliance.
13. Rozwiązanie musi zapewnić możliwość bieżącego monitorowania wykorzystania zasobów fizycznych infrastruktury wirtualnej (np. wykorzystanie procesorów, pamięci RAM, wykorzystanie przestrzeni na dyskach/wolumenach) oraz przechowywać i wyświetlać dane maksymalnie sprzed roku.
14. oprogramowanie do wirtualizacji powinno zapewnić możliwość wykonywania kopii migawkowych instancji systemów operacyjnych (tzw. snapshot) na potrzeby tworzenia kopii zapasowych bez przerywania ich pracy.
15. Oprogramowanie do wirtualizacji musi zapewnić możliwość klonowania systemów operacyjnych wraz z ich pełną konfiguracją i danymi.
16. Oprogramowanie do wirtualizacji oraz oprogramowanie zarządzające musi posiadać możliwość integracji z usługami katalogowymi Microsoft Active Directory.
17. Rozwiązanie musi zapewniać mechanizm bezpiecznego uaktualniania warstwy wirtualizacyjnej (hosta, maszyny wirtualnej) bez potrzeby wyłączania wirtualnych maszyn.
18. Rozwiązanie musi zapewnić wbudowany mechanizm do bezpiecznej automatycznej archiwizacji i odtwarzania wskazanych maszyn wirtualnych. Mechanizm ten musi umożliwiać
19. również odtwarzanie pojedynczych plików z kopii zapasowej oraz zapewnia stosowanie deduplikacji dla kopii zapasowych.
20. Rozwiązanie musi zapewniać mechanizm replikacji wskazanych maszyn wirtualnych w obrębie klastra serwerów fizycznych.
21. Rozwiązanie musi mieć możliwość przenoszenia maszyn wirtualnych w czasie ich pracy pomiędzy serwerami fizycznymi. Mechanizm powinien umożliwiać 4 lub więcej takich procesów przenoszenia jednocześnie.
22. Rozwiązanie musi mieć możliwość przenoszenia zwirtualizowanych dysków maszyn wirtualnych w czasie ich pracy pomiędzy fizycznymi zasobami dyskowymi.
23. Musi zostać zapewniona odpowiednia redundancja i taki mechanizm (wysokiej dostępności HA) aby w przypadku awarii lub niedostępności serwera fizycznego wybrane przez administratora i uruchomione nim wirtualne maszyny zostały uruchomione na innych serwerach z zainstalowanym oprogramowaniem wirtualizacyjnym.
24. Oprogramowanie do wirtualizacji musi zapewniać mechanizm takiego zabezpieczenia wybranych przez administratora wirtualnych maszyn, aby w przypadku awarii lub niedostępności serwera fizycznego maszyny które na nim pracowały były bezprzerwowo dostępne na innym serwerze z zainstalowanym oprogramowaniem wirtualizacyjnym.
25. -System musi posiadać funkcjonalność wirtualnego przełącznika (virtualswitch)
26. umożliwiającego tworzenie sieci wirtualnej w obszarze hosta i pozwalającego połączyć maszyny wirtualne w obszarze jednego hosta, a także na zewnątrz sieci fizycznej. Pojedynczy przełącznik wirtualny powinien mieć możliwość konfiguracji do 4000 portów.
27. Pojedynczy wirtualny przełącznik musi posiadać możliwość przyłączania do niego dwóch i więcej fizycznych kart sieciowych aby zapewnić bezpieczeństwo połączenia ethernetowego w razie awarii karty sieciowej.
28. Wirtualne przełączniki musza obsługiwać wirtualne sieci lokalne (VLAN).
29. Oprogramowanie do wirtualizacji musi obsługiwać przełączenie ścieżek SAN (bez utraty komunikacji) w przypadku awarii jednej z kilku dostępnych ścieżek.
30. Rozwiązanie musi mieć możliwość automatycznego równoważenia obciążenia serwerów fizycznych poprzez przenoszenie pracujących wirtualnych maszyn pomiędzy nimi. Mechanizm ten musi być wyposażony w możliwość definiowania reguł przenoszenia np. przeniesienie maszyny wirtualnej wymusza przeniesienie innej lub równoważenie następuje w obrębie zdefiniowanych grup wirtualnych maszyn pomiędzy wybranymi serwerami fizycznymi.
31. Rozwiązanie musi mieć możliwość oszczędzania energii elektrycznej poprzez automatyczne wyłączenie wskazanych serwerów fizycznych w przypadku braku obciążenia generowanego przez wirtualne maszyny i automatycznego ich włączenia w sytuacji wzrostu obciążenia.
32. Rozwiązanie musi mieć możliwość automatycznego równoważenia obciążenia fizycznych zasobów dyskowych poprzez przenoszenie zwirtualizowanych dysków pracujących maszyn wirtualnych pomiędzy fizycznymi zasobami dyskowymi. Mechanizm ten musi być wyposażony w możliwość definiowania reguł przenoszenia np. przeniesienie
33. zwirtualizowanych dysków maszyny wirtualnej wymusza przeniesienie zwirtualizowanych dysków innej lub zwirtualizowane dyski pojedynczej maszyny wirtualnej będą znajdowały się na tym samym lub różnych fizycznych zasobach dyskowych.
34. Oprogramowanie do wirtualizacji musi zapewniać mechanizm pozwalający tworzyć profil (szablon konfiguracji) wybranego serwera a następnie wymuszać ten profil/konfigurację na innych serwerach lub sprawdzać zgodność konfiguracji pomiędzy zdefiniowanym wcześniej profilem a wskazanym serwerem fizycznym.
35. Rozwiązanie musi mieć możliwość zastosowania wirtualnych rozproszonych przełączników innych firm. Przełączniki te powinny posiadać możliwość ścisłej integracji z oprogramowaniem do wirtualizacji i być zaimplementowana jako wirtualne moduły liniowe na każdym hoście (serwerze) oraz redundantny moduł zarządzający. Implementacja stałego wirtualnego portu dołączającego maszynę wirtualną niezależnie od fizycznych serwerów (hostów) miedzy którymi maszyna jest migrowana.
36. oprogramowanie musi być objęte wsparciem producenta oprogramowania przez cały okres trwania umowy (minimum 36 miesięcy), dostępnego przez 24h/dobę, 7 dni w tygodniu. Dostęp do wszystkich aktualizacji i poprawek producenta.

4. **System operacyjny serwera z dostępem do usług terminalowych.** Parametry minimalne:

Licencja na serwerowy system operacyjny musi obejmować procesory fizyczne na klastrze serwerów wraz z wymaganą liczbą licencji na rdzenie.

Licencja musi uprawniać do uruchamiania serwerowego systemu operacyjnego (SSO) w środowisku fizycznym i dowolnej liczbie wirtualnych środowisk serwerowego systemu operacyjnego za pomocą wbudowanych mechanizmów wirtualizacji.

Licencja musi uprawniać do uruchomienia minimum 100 jednoczesnych dostępów do środowiska terminalowego.

Serwerowy system operacyjny (SSO) musi posiadać następujące, wbudowane cechy.

1. Możliwość wykorzystania, do 320 logicznych procesorów oraz co najmniej 4 TB pamięci RAM w środowisku fizycznym
2. Możliwość wykorzystywania 64 procesorów wirtualnych oraz 1TB pamięci RAM i dysku o pojemności do 64TB przez każdy wirtualny serwerowy system operacyjny.
3. Możliwość budowania klastrów składających się z 64 węzłów, z możliwością uruchamiania do 8000 maszyn wirtualnych.
4. Możliwość migracji maszyn wirtualnych bez zatrzymywania ich pracy między fizycznymi serwerami z uruchomionym mechanizmem wirtualizacji (hypervisor) przez sieć Ethernet, bez konieczności stosowania dodatkowych mechanizmów

współdzielenia pamięci.

1. Wsparcie (na umożliwiającym to sprzęcie) dodawania i wymiany pamięci RAM bez przerywania pracy.
2. Wsparcie (na umożliwiającym to sprzęcie) dodawania i wymiany procesorów bez przerywania pracy.
3. Automatyczna weryfikacja cyfrowych sygnatur sterowników w celu sprawdzenia, czy sterownik przeszedł testy jakości przeprowadzone przez producenta systemu operacyjnego.
4. Możliwość dynamicznego obniżania poboru energii przez rdzenie procesorów niewykorzystywane w bieżącej pracy. Mechanizm ten musi uwzględniać specyfikę procesorów wyposażonych w mechanizmy Hyper-Threading.
5. Wsparcie instalacji i pracy na wolumenach, które:
6. pozwalają na zmianę rozmiaru w czasie pracy systemu,
7. umożliwiają tworzenie w czasie pracy systemu migawek, dających użytkownikom końcowym (lokalnym i sieciowym) prosty wgląd w poprzednie wersje plików i folderów,
8. umożliwiają kompresję "w locie" dla wybranych plików i/lub folderów,
9. umożliwiają zdefiniowanie list kontroli dostępu (ACL).
10. Wbudowany mechanizm klasyfikowania i indeksowania plików (dokumentów) w oparciu o ich zawartość.
11. Wbudowane szyfrowanie dysków przy pomocy mechanizmów posiadających certyfikat FI PS 140-2 lub równoważny wydany przez NIST lub inną agendę rządową zajmującą się bezpieczeństwem informacji.
12. Możliwość uruchamianie aplikacji internetowych wykorzystujących technologię ASP.NET
13. Możliwość dystrybucji ruchu sieciowego HTTP pomiędzy kilka serwerów.
14. Wbudowana zapora internetowa (firewall) z obsługą definiowanych reguł dla ochrony połączeń internetowych i intranetowych.
15. Graficzny interfejs użytkownika.
16. Zlokalizowane w języku polskim, co najmniej następujące elementy: menu, przeglądarka internetowa, pomoc, komunikaty systemowe,
17. Możliwość zmiany języka interfejsu po zainstalowaniu systemu, dla co najmniej 10 języków poprzez wybór z listy dostępnych lokalizacji.
18. Wsparcie dla większości powszechnie używanych urządzeń peryferyjnych (drukarek, urządzeń sieciowych, standardów USB, Plug&Play, Bluetooth).
19. Możliwość zdalnej konfiguracji, administrowania oraz aktualizowania systemu.
20. Dostępność bezpłatnych narzędzi producenta systemu umożliwiających badanie i wdrażanie zdefiniowanego zestawu polityk bezpieczeństwa.
21. Pochodzący od producenta systemu serwis zarządzania polityką dostępu do informacji w dokumentach (Digital Rights Management).
22. Możliwość implementacji następujących funkcjonalności bez potrzeby instalowania dodatkowych produktów (oprogramowania) innych producentów wymagających dodatkowych licencji:
23. Podstawowe usługi sieciowe: DHCP oraz DNS wspierający DNSSEC,
24. Usługi katalogowe oparte o LDAP i pozwalające na uwierzytelnianie użytkowników stacji roboczych, bez konieczności instalowania dodatkowego oprogramowania na tych stacjach, pozwalające na zarządzanie zasobami w sieci (użytkownicy, komputery, druarki, udziały sieciowe), z możliwością wykorzystania następujących funkcji:
25. Podłączenie SSO do domeny w trybie offline - bez dostępnego połączenia sieciowego z domeną,
26. Ustanawianie praw dostępu do zasobów domeny na bazie sposobu logowania użytkownika - na przykład typu certyfikatu użytego do logowania,

3) Odzyskiwanie przypadkowo skasowanych obiektów usługi katalogowej z mechanizmu kosza.

1. Zdalna dystrybucja oprogramowania na stacje robocze.
2. Praca zdalna na serwerze z wykorzystaniem terminala (cienkiego klienta) lub odpowiednio skonfigurowanej stacji roboczej
3. Centrum Certyfikatów (CA), obsługa klucza publicznego i prywatnego) umożliwiające:
4. Dystrybucję certyfikatów poprzez http
5. Konsolidację CA dla wielu lasów domeny,
6. Automatyczne rejestrowania certyfikatów pomiędzy różnymi lasami domen.
7. Szyfrowanie plików i folderów.
8. Szyfrowanie połączeń sieciowych pomiędzy serwerami oraz serwerami i stacjami roboczymi (IPSec).
9. Możliwość tworzenia systemów wysokiej dostępności (klastry typu fail-over) oraz rozłożenia obciążenia serwerów.
10. Serwis udostępniania stron WWW.
11. Wsparcie dla protokołu IP w wersji 6 (IPv6),
12. Wbudowane usługi VPN pozwalające na zestawienie nielimitowanej liczby równoczesnych połączeń i niewymagające instalacji dodatkowego oprogramowania na komputerach z systemem Windows,
13. Wbudowane mechanizmy wirtualizacji (Hypervisor) pozwalające na uruchamianie do 1000 aktywnych środowisk wirtualnych systemów operacyjnych. Wirtualne maszyny w trakcie pracy i bez zauważalnego zmniejszenia ich dostępności mogą być przenoszone pomiędzy serwerami klastra typu failover z jednoczesnym zachowaniem pozostałej funkcjonalności.
14. Mechanizmy wirtualizacji mają zapewnić wsparcie dla:
	1. Dynamicznego podłączania zasobów dyskowych typu hot-plug do maszyn wirtualnych,
	2. Obsługi ramek typu jumbo frames dla maszyn wirtualnych.
	3. Obsługi 4-KB sektorów dysków
15. Nielimitowanej liczby jednocześnie przenoszonych maszyn wirtualnych pomiędzy węzłami klastra
16. Możliwości wirtualizacji sieci z zastosowaniem przełącznika, którego funkcjonalność może być rozszerzana jednocześnie poprzez oprogramowanie kilku innych dostawców poprzez otwarty interfejs API.
17. Możliwości kierowania ruchu sieciowego z wielu sieci VLAN bezpośrednio do pojedynczej karty sieciowej maszyny wirtualnej (tzw. trunk mode)
18. Możliwość automatycznej aktualizacji w oparciu o poprawki publikowane przez producenta wraz z dostępnością bezpłatnego rozwiązania producenta SSO umożliwiającego lokalną dystrybucję poprawek zatwierdzonych przez administratora, bez połączenia z siecią Internet.Wsparcie dostępu do zasobu dyskowego SSO poprzez wiele ścieżek (Multipath).
19. Możliwość instalacji poprawek poprzez wgranie ich do obrazu instalacyjnego.
20. Mechanizmy zdalnej administracji oraz mechanizmy (również działające zdalnie) administracji przez skrypty.

5. **System archiwizacji danych.** Wymagania minimalne:

Oferent zapewni dostęp do biblioteki taśmowej o parametrach: ilość napędów min. 2, typ napędu LTO-6 lub lepszy, ilość slotów na kasety min. 24. W czasie trwania umowy należy zapewnić 20 sztuk taśm LTO-6. Ofert zapewni licencje na archiwizację systemów wirtualnych o minimalnej funkcjonalności:

* + - 1. Integracja z udostępnianym środowiskiem wirtualizacji serwerów
			2. Możliwość archiwizacji na bibliotekę taśmową.
			3. Umożliwia odzyskanie całej maszyny wirtualnej na pierwotnym lub innym hoście. Zawiera funkcję szybkiego wycofywania w celu przywracania tylko zmienionych bloków.
			4. Umożliwia szybkie przywracanie usług przez uruchomienie maszyny wirtualnej bezpośrednio z pliku kopii zapasowej w zwykłej pamięci masowej.
			5. Umożliwia odzyskiwanie poszczególnych plików maszyny wirtualnej (takich jak VMX) i jej dysków wirtualnych
			6. Umożliwia przywracanie lub migrowanie lokalnych maszyn wirtualnych, serwerów fizycznych i urządzeń końcowych z systemem Windows lub Linux bezpośrednio na platformę Microsoft Azure.
			7. Umożliwia wyszukiwanie i przywracanie wszystkich rodzajów obiektów Active Directory (AD), w tym użytkowników, grup, kont komputerów i kontaktów oraz haseł użytkowników i komputerów. Przywracanie poszczególnych kont użytkowników i komputerów przez eksport w formacie LDIFDE lub przywracanie do usługi AD, a także przywracanie haseł.
			8. Umożliwia tworzenie spójnych aplikacyjnie kopii zapasowych maszyn wirtualnych na poziomie obrazu z zaawansowanym przetwarzaniem uwzględniającym specyfikę aplikacji (łącznie z obcinaniem dzienników transakcji).
			9. Umożliwia szybkie tworzenie przyrostowych kopii zapasowych poszczególnych maszyn wirtualnych w ramach istniejącego zadania backupu.
			10. Eliminuje konieczność okresowego tworzenia pełnych kopii zapasowych dzięki zastosowaniu ciągłego trybu przyrostowego, który oszczędza czas i pamięć masową.
			11. Umożliwia automatyczne kopiowanie wszystkich lub wybranych kopii zapasowych maszyn wirtualnych do wybranej awaryjnej pamięci masowej. Obejmuje funkcje sprawdzania poprawności i korygowania zapewniające dostępność oraz niezawodność dodatkowych egzemplarzy.
			12. Umożliwia kompleksowe zabezpieczanie danych kopii zapasowych i transmisji w sieci przy użyciu 256-bitowego szyfrowania AES bez jakiegokolwiek negatywnego wpływu na wskaźniki redukcji danych osiągane dzięki funkcjom wbudowanej kompresji i akceleracji sieci WAN.
			13. Umożliwia szyfrowanie w źródle (podczas tworzenia kopii zapasowej), w trakcie transferu (w sieci) oraz podczas przechowywania (na taśmie)
			14. Umożliwia tworzenie kopii zapasowych oraz archiwizację kopii zapasowych plików i maszyn wirtualnych w niezależnych napędach taśmowych, bibliotekach taśm oraz wirtualnych bibliotekach taśm połączonych z dowolnym serwerem Microsoft Windows w firmowym środowisku
			15. Umożliwia replikację maszyn wirtualnych na miejscu w celu zapewnienia wysokiej dostępności lub na zewnątrz na potrzeby odzyskiwania po awarii.
			16. Umożliwia tworzenie replik bezpośrednio z kopii zapasowych maszyn wirtualnych bez wpływu na środowisko produkcyjne.
			17. Obsługa platform VMware vSphere 4.1 i nowszych.
			18. Konsolę można zainstalować niezależnie od serwera kopii zapasowych, na przykład na laptopie lub komputerze stacjonarnym, eliminując konieczność nawiązywania połączeń RDP z serwerem kopii.
			19. Operacje tworzenia kopii zapasowych i replikacji można wykonywać bezpośrednio przez sieć SAN i z pamięci masowej NFS, przez stos wejścia/wyjścia hypervisora lub przez sieć lokalną.
			20. Umożliwia migrację maszyn wirtualnych VMware między hostami i magazynami danych przy użyciu narzędzi VMware vMotion, Storage vMotion
			21. Udostępnia internetowy, zbiorczy widok wdrożenia rozproszonego w jednym punkcie — bez potrzeby logowania się na poszczególnych serwerach kopii zapasowych — w tym funkcje federacji wielu serwerów kopii zapasowych, scentralizowanego tworzenia raportów i zbiorczego ostrzegania.
			22. Udostępnia katalog plików gościa umożliwiający bezproblemowe wyszukiwanie poszczególnych plików oraz znajdowanie i przywracanie plików bez znajomości ich dokładnej lokalizacji ani czasu usunięcia.

**6. System bezpieczeństwa**

Wykonawca zapewni bezpieczny dostęp do systemu usług terminalowych z poziomi sieci Internet. Wymagane zapewnienie zabezpieczenia transmisji danych na okres trwania umowy w postaci klastra zapory sieciowej typu Next Generation Firewall o parametrach minimalnych:

1. Mechanizm pozwalający na dwustronną analizę ruchu.
2. Możliwość przypisania wielu interfejsów fizycznych do pojedynczej strefy bezpieczeństwa
3. Możliwość powiązania wielu interfejsów fizycznych w jeden port logiczny (agregacja portów) celem podniesienia wydajności połączeń oraz zapewnienia redundancji
4. Obsługa nielimitowanej ilości hostów podłączonych w sieci chronionej
5. Minimalna ilość jednocześnie obsługiwanych połączeń: 750,000
6. Możliwość obsłużenia przynajmniej 60000 nowych połączeń w ciągu 1 sekundy.
7. Przepustowość urządzenia pracującego w trybie stateful firewall: 9 Gbps - dla ramki 1518B zgodnie z RFC 2544
8. Przepustowość urządzenia pracującego z włączonym mechanizmem IPS: 3 Gbps
9. Przepustowość urządzenia pracującego jako koncentrator VPN: 4,5 Gbps dla szyfrowania AES bez aktywnych usług UTM, zgodnie z RFC 2544
10. Przepustowość urządzenia DPI/NGFW (z włączonymi wszystkimi usługami bezpieczeństwa - antivirus, antyspyware, IPS, bez buforowania i proxy i bez ograniczeń jeśli chodzi o wielkość skanowanych plików) -1,6 Gbps
11. Minimalna ilość jednocześnie zestawionych tuneli site-site VPN (urządzenie - urządzenie): 4000
12. Minimalna ilość licencji umożliwiających zestawienie połączeń client-site IPSec VPN (komputer - urządzenie), dostępnych w pakiecie z urządzeniem: 2000 z możliwością r- ozszerzenia do przynajmniej 4000.
13. Urządzenie powinno umożliwiać poddanie inspekcji zawartości ruchu szyfrowanego SSL/TLS poprzez jego odszyfrowanie i ponowne zaszyfrowanie zmienionym certyfikatem.
14. Administrator powinien mieć możliwość tworzenia wyjątków do inspekcji ruchu SSL poprzez wykorzystanie kategorii stron np. wyłączenie z inspekcji kategorii zawierających strony bankowe i medyczne.
15. Możliwość inspekcji komunikacji szyfrowanej protokołem SSL dla ruchu innego niż HTTPS.
16. Możliwość inspekcji szyfrowanej komunikacji SSH w celu wykrywania tunelowania innych protokołów w ramach usługi SSH.
17. Wydajność urządzenia z włączoną funkcją inspekcji ruchu SSL/TLS (jak w punkcie 16) powinna wynosić minimum 800 Mbps.
18. Obsługa IPSec, ISAKMP/IKE, Radius, L2TP, PPPoE, PPTP
19. Uwierzytelnianie użytkowników w oparciu o wewnętrzną bazę użytkowników, oraz z wykorzystaniem zewnętrznych mechanizmów RADIUS/XAUTH, Active Directory, SSO, LDAP
20. Możliwość uruchomienia minimum dwóch łączy WAN - Zintegrowane funkcje Load- Balancing, oraz Failover. Funkcja Failover oparta o badanie stanu łącza i badanie dostępności hosta zewnętrznego.
21. Możliwość ograniczenia ruchu na zewnętrznej stacji roboczej podczas pracy zdalnej VPN (dostęp tylko do udostępnionych zasobów lub dostęp do udostępnionych zasobów oraz zasobów sieci Internet z uwzględnieniem filtrowania treści, mechanizmu IPS oraz ochrony przed wirusami i wszelkim innym oprogramowaniem złośliwym dla komputerów połączonych przez VPN)
22. Kontrola dostępności zestawionych tuneli VPN
23. Możliwość zarządzania urządzeniem z wykorzystaniem protokołów http, https, SSH i SNMP.
24. Konfiguracja oparta na pracy grupowej/obiektowej. Polityka bezpieczeństwa pozwalająca na całkowitą kontrolę nad dostępem do Internetu powinna być tworzona według reguł opartych o grupy i obiekty.
25. Przy tworzeniu reguł dostępowych zapewniona możliwość konfiguracji trzech typów reakcji: allow, deny, discard (zezwolić, zabronić, odrzucić) - Funkcja NAT oparta o reguły bezpieczeństwa.
26. NAT w wersji jeden-do-jeden, jeden-do-wielu, PAT, wiele-do-wielu, wiele-do-jednego. Funkcje oparte o zaawansowaną konfigurację według reguł bezpieczeństwa (m.in. możliwość ograniczenia działania funkcji do niektórych hostów, możliwość translacji portów wyjściowych na inne docelowe)
27. Zintegrowany system skanowania antywirusowego na poziomie bramy internetowej - skanowanie protokołów http, ftp, pop3, smtp, imap4, tcp stream. Możliwość filtrowania załączników poczty. Skanowanie również plików skompresowanych.
28. Zintegrowany system skanowania antyspyware
29. Zintegrowany system IPS (system wykrywania i blokowania wtargnięć) oparty o sygnatury ataków uwzględniające zagrożenia typu worm, Trojan, dziury systemowe, peer-to-peer, buffer overflow, komunikatory, niebezpieczne kody zawarte na stronach www.
30. System IPS musi używać algorytmu przetwarzania szeregowego.
31. Zintegrowany system zapory działającej w warstwie aplikacji, umożliwiający definiowanie własnych sygnatur aplikacji z wykorzystaniem ciągu znaków lub wyrażeń regularnych (regex).
32. Systemy skanowania IPS/Antywirus/Antyspyware muszą umożliwiać skanowanie ruchu w warstwie aplikacji
33. Bazy w/w systemów muszą być aktualizowane co najmniej raz dziennie.
34. Administrator systemu musi mieć możliwość ręcznej aktualizacji sygnatur (online lub offline poprzez manualne zaimporotwanie sygnatur
35. Administrator systemu musi mieć możliwość skonfigurowania, którym portem i łączem urządzenie będzie się kontaktowało z serwerami backend w celu aktualizacji sygnatur.
36. System IPS/Antywirus/Antyspyware nie może posiadać ograniczeń związanych z rozmiarem skanowanych plików.
37. Skanowanie IPS/Antywirus/Antyspyware musi być możliwe między strefami bezpieczeństwa
38. Wsparcie mechanizmów QoS - Priorytet pasma, maksymalizacja pasma, gwarancja pasma, DSCP, 802.Ip
39. Umożliwia zdalny bezpieczny dostęp do aplikacji webowych, aplikacji typu klient-serwer, poczty oraz musi zapewniać współdzielenie plików poprzez standardową przeglądarkę bez konieczności instalowania dodatkowego oprogramowania z wykorzystaniem technologii SSL VPN.
40. Urządzenie powinno mieć możliwość analzy behawioralnej (sandbox) minimum plików wykonywalnych PE, PDF, Office i aplikacji mobilnych. Sandbox powinien działać z wykorzystaniem minium 3 silników pochądzących od różnych producentów w celu zwiększenia skuteczności analizy sandbox. Analiza powinna być wykonywana równolegle na wszystkch silnikach. Licencja na tą funkcjonalność nie jest przedmiotem przetargu, ale urządzenie powinno zapewniać taką funkcjonalność w celu późniejszej rozbudowy systemu.
41. Wymagane jest zapewnienie na okres trwania umowy dodatkowego urządzenia pełniące funkcję standby w klastrze wysokiej dostępności (HA) z urządzeniem podstawowym. Urządzenie standby powinno mieć identyczne parametry wydajnościowe jak podstawowa jednostka.
42. dostęp do gwarancji producenta oraz aktualizacji wszystkich funkcjonalności urządzeń przez okres trwania umowy (min. 36 miesięcy)

………………………………………………….

 (podpis/popisy osoby/osób upoważnionej/upoważnionych

do reprezentowania wykonawcy)

**Załącznik nr 3**

...............................................................

upełnomocnieni przedstawiciele oferenta

**OŚWIADCZENIE WYKONAWCY**

**SKŁADANE NA PODSTAWIE ART. 25A UST. 1 PZP**

**DOTYCZĄCE SPEŁNIANIA WARUNKÓW UDZIAŁU W POSTĘPOWANIU**

**ORAZ PRZESŁANEK WYKLUCZENIA Z POSTĘPOWANIA**

Na potrzeby postępowania o udzielenie zamówienia publicznego pn. usługa świadczenia dostępu do systemu usług terminalowych (nr sprawy 91/2017) prowadzonego przez Uniwersytecki Szpitala Kliniczny w Białymstoku oświadczam, co następuje:

**INFORMACJA DOTYCZĄCA WYKONAWCY:**

Oświadczam, że spełniam warunki udziału w postępowaniu określone przez zamawiającego w Specyfikacji Istotnych Warunków Zamówienia, Rozdział II i IX.

Oświadczam, że nie podlegam wykluczeniu z postępowania na podstawie art. 24 ust 1 pkt 12-23 oraz ust. 5 pkt 5 ustawy Pzp. \*

Oświadczam, że zachodzą w stosunku do mnie podstawy wykluczenia z postępowania na podstawie art. …………. ustawy Pzp \* *(podać mającą zastosowanie podstawę wykluczenia spośród wymienionych w art. 24 ust. 1 pkt 13-14, 16-20 lub art. 24 ust. 5 ustawy Pzp).* Jednocześnie oświadczam, że w związku z ww. okolicznością, na podstawie art. 24 ust. 8 ustawy Pzp podjąłem następujące środki naprawcze: ……………………………………………………...………………………………………………………………..

…………………………………………………………………………………………..…………………...........…

**INFORMACJA W ZWIĄZKU Z POLEGANIEM NA ZASOBACH INNYCH PODMIOTÓW**:

Oświadczam, że w celu wykazania spełniania warunków udziału w postępowaniu, określonych przez zamawiającego w SIWZ polegam na zasobach następującego/ych podmiotu/ów: ……………………….……………………………….., w następującym zakresie: …............................................................................. ………………………………………………………………………………………..*...............................................*

 *(wskazać podmiot i określić odpowiedni zakres dla wskazanego podmiotu).*

**OŚWIADCZENIE DOTYCZĄCE PODANYCH INFORMACJI:**

Oświadczam, że wszystkie informacje podane w powyższych oświadczeniach są aktualne i zgodne z prawdą oraz zostały przedstawione z pełną świadomością konsekwencji wprowadzenia zamawiającego w błąd przy przedstawianiu informacji.

……………………………….

 (podpis/popisy osoby/osób upoważnionej/upoważnionych

do reprezentowania wykonawcy)

*\* właściwą odpowiedź należy znaczyć/niepotrzebne skreślić*

**Załącznik nr 4**

**Oświadczenie o przynależności, lub braku przynależności do tej samej grupy kapitałowej**

Po zapoznaniu się z informacją z otwarcia ofert, zamieszczoną na stronie internetowej Zamawiającego, w postępowania w trybie przetargu nieograniczonego na usługę świadczenia dostępu do systemu usług terminalowych (nr sprawy 91/2017)**,** działając w imieniu i na rzecz:

Nazwa …………………………………………………………………………………………

Adres …………………………………………………………………………………………..

 (nazwa wykonawcy/wykonawców)

zwanego /zwanych dalej w niniejszym piśmie Wykonawcą, informuję/informujemy, iż **Wykonawca:**

* **nie należy do tej samej grupy kapitałowej z żadnym z Wykonawców w niniejszym postępowaniu: ……………………………………. \***
* **należy do tej samej grupy kapitałowej (w rozumieniu ustawy z dnia 16 lutego 2007 r. o ochronie konkurencji i konsumentów): ……………………………………. \* z Wykonawcą/-ami: ……..…………………….** (nazwa Wykonawcy/Wykonawców, z którym Wykonawca składający oświadczenie, należy do tej samej grupy kapitałowej);

W przypadku przynależności do tej samej grupy kapitałowej, Wykonawca może przedstawić dowody, że istniejące z innym wykonawcą powiązania nie prowadzą do zakłócenia konkurencji w postępowaniu o udzielenie zamówienia.

*\* właściwą odpowiedź należy znaczyć/niepotrzebne skreślić*

 dnia

 /podpis i pieczątka upoważnionego przedstawiciela/

**Załącznik nr 5**

**Umowa nr ………………..**

zawarta w dniu …………………….. 201…….. r. w Białymstoku, pomiędzy:

**Uniwersyteckim Szpitalem Klinicznym w Białymstoku,** ul. M. Skłodowskiej-Curie 24A, 15 - 276 Białystok, wpisanym do Rejestru stowarzyszeń, innych organizacji społecznych i zawodowych, fundacji oraz samodzielnych publicznych zakładów opieki zdrowotnej prowadzonego przez Sąd Rejonowy w Białymstoku, XII Wydział Gospodarczy Krajowego Rejestru Sądowego pod numerem 0000002254, NIP: 542-25-34-985, REGON: 000288610, reprezentowanym przez:

Marka Karpa - Dyrektora USK w Białymstoku

zwanym dalej **Zamawiającym,**

a

**……………………………………………………….** reprezentowaną przez:

…………………………..

zwaną dalej **Wykonawcą,** o następującej treści:

**§ 1**

1. Ilekroć w niniejszej umowie, jest mowa o:
2. **Umowie** – należy przez to rozumieć niniejszą umowę;
3. **Stronach** – należy przez to rozumieć Zamawiającego i Wykonawcę;
4. **Ustawie** – należy przez to rozumieć ustawę z dnia 29 stycznia 2004 r. – Prawo zamówień publicznych;
5. **Autorze** – należy przez to rozumieć podmiot, któremu przysługują autorskiej prawa majątkowego do Oprogramowania Aplikacyjnego;
6. **Oprogramowaniu Aplikacyjnym** – należy przez to rozumieć zbiór programów komputerowych (Aplikacji) wykonujących swoje procedury w interakcji ze sobą, składających się na produkt, będący w rozumieniu ustawy z dnia 4 lutego 1994 r. o prawie autorskim i prawach pokrewnych utworem, do którego prawa autorskie i majątkowe przysługują Autorowi, tj. ……………………………………………………………….. – wskazanego w § 2 ust. 1;
7. **Aplikacji** – należy przez to rozumieć program komputerowy będący częścią składową (modułem) Oprogramowania Aplikacyjnego charakteryzujący się spójnym zakresem merytorycznym realizowanych funkcji, wykonujący swoje procedury w interakcji z innymi Aplikacjami wchodzącymi w skład Oprogramowania Aplikacyjnego;
8. **Motorze bazy danych** – należy przez to rozumieć program komputerowy dedykowany do zarządzania bazami danych;
9. **Bazie danych** – należy przez to rozumieć dane Zamawiającego, przetwarzane w Motorze bazy danych, przetwarzane przez Aplikację;
10. **Błędzie Aplikacji** – należy przez to rozumieć błędny wynik działania Aplikacji, polegający na zachowaniu się Aplikacji w sposób niezgodny z funkcjonalnością zawartą w Dokumentacji lub funkcjonalnością udostępnioną Zamawiającemu; szczególnymi rodzajami Błędów Aplikacji są Awarie oraz Usterki Programistyczne;
11. **Konsultacji** – należy przez to rozumieć usługę świadczoną przez Wykonawcę polegająca na udzielaniu Zamawiającemu wyjaśnień w kwestiach dotyczących Oprogramowania Aplikacyjnego;
12. **Awarii (Błędzie krytycznym)** – należy przez to rozumieć nieprawidłowość w pracy Aplikacji lub Motoru bazy danych uniemożliwiającą wykonywanie pracy przez Oprogramowanie Aplikacyjne lub jego elementów mających kluczowe znaczenie, bez których poprawnego działania użytkowanie systemu komputerowego przestaje być zasadne lub możliwe;
13. **Usterce Programistycznej** – należy przez to rozumieć każdy Błąd Aplikacji, nie będący Awarią; w szczególnie uzasadnionych przypadkach Zamawiający może nadać Usterce Programistycznej status Awarii (Błędu krytycznego), o czym niezwłocznie zawiadamia Wykonawcę (Wykonawca nie może kwestionować oceny Zamawiającego) – od momentu zawiadomienia Wykonawcy taki Błąd Aplikacji uważa się za Awarię ze wszystkimi tego skutkami;
14. **Serwis (SZS)** – należy przez to rozumieć całość usług związanych z ewidencją i obsługą Zgłoszeń Serwisowych, udostępnianiem uaktualnień (Upgrade, Update) Aplikacji, publikowania informacji i procedur dotyczących eksploatacji Oprogramowania Aplikacyjnego oraz świadczeniem Konsultacji w formie telefonicznej;
15. **Zgłoszenie Serwisowe** – należy przez to rozumieć zgłoszone Wykonawcy zdarzenie dotyczące Oprogramowania Aplikacyjnego, rodzące obowiązek Wykonawcy wykonania czynności wchodzącej w zakres Przedmiotu Umowy na zasadach określonych w Umowie;
16. **Użytkownik** – należy przez to rozumieć zadeklarowaną w Serwisie osobę fizyczną wskazaną przez Zamawiającego do bezpośredniej współpracy z Wykonawcą, w tym do wykonywania czynności w zakresie ewidencji Zgłoszeń Serwisowych;
17. **Dokumentacja** – należy przez to rozumieć podręcznik w formie elektronicznej, zawierający opis użytkowy Oprogramowania Aplikacyjnego oraz instrukcję użytkowania Oprogramowania Aplikacyjnego obsługi w języku polskim, jak również inne dokumenty zawierające informacje z zakresu opisu użytkowego Oprogramowania Aplikacyjnego oraz z zakresu instrukcji użytkowania i obsługi;
18. **Upgrade Aplikacj**i – należy przez to rozumieć uaktualnienie obejmujące zmiany zakresu funkcjonalnego Aplikacji oznaczające przynajmniej jedną z poniższych modyfikacji:
19. usprawnienia dotychczasowych mechanizmów,
20. poszerzenia funkcjonalności zastosowanych mechanizmów,
21. dodanie nowych mechanizmów,
22. zmiany estetyczne i formalne;

Upgrade Aplikacji akceptuje automatycznie strukturę bazy danych poprzedzającego go ostatniego opublikowanego Upgrade’u oraz pociąga za sobą konieczność uaktualnienia Dokumentacji, w której ujęte i opisane zostają wprowadzone modyfikacje;

1. **Update Aplikacji** – należy przez to rozumieć uaktualnienie obejmujące zmiany związane z eliminacją zidentyfikowanych Błędów Aplikacji, najczęściej nieingerujące w strukturę bazy danych; w większości przypadków Update wiąże się ze zmianą interfejsu użytkownika lub usprawnieniem działania funkcji lub procesów, natomiast nie wzbogacają Aplikacji o nowe rozwiązania; Update Aplikacji akceptuje automatycznie strukturę bazy danych poprzedzającego go ostatniego Update’u oraz nie pociąga za sobą konieczności uaktualnienia Dokumentacji;
2. **Nośnik** – należy przez to rozumieć fizyczny środek (materiał lub urządzenie) przechowujący lub przeznaczony do przechowywania w nim danych (ciągów symboli): CD, DVD, FDD, HDD.
3. Pojęcia zdefiniowane w Umowie w przypadku użycia ich w tekście Umowy, są wyróżniane poprzez ich zapis rozpoczynający się do dużej litery niezależnie od pozycji w szyku zdania.

**§ 2**

1. Przedmiot Umowy stanowi usługa świadczenia dostępu do systemu usług terminalowych, aktualizacji oraz wsparcia techniczno – merytorycznego dla ……………………………………………………..
2. Przedmiot Umowy obejmuje:
	1. zapewnienie bieżącej eksploatacji Oprogramowania Aplikacyjnego z wykorzystaniem wszystkich jego funkcjonalności, zgodnie z potrzebami Zamawiającego;
	2. utrzymywanie ciągłości funkcjonowania Oprogramowania Aplikacyjnego;
	3. diagnozę i usuwanie Błędów Aplikacji;
	4. udzielanie Konsultacji;
	5. udzielanie Zamawiającemu wskazówek technicznych oraz wsparcia techniczno – merytorycznego pozwalających na korzystanie z Oprogramowania Aplikacyjnego zgodnie z potrzebami Zamawiającego, w sposób jak najbardziej efektywny;
	6. konserwację oprogramowania polegającą na dostarczaniu i instalacji Upgrade’ów Aplikacji i Update’ów Aplikacji, w szczególności implementowanie poprawek bezpieczeństwa;
	7. zapewnienia wprowadzania nowych funkcji oraz zmian w Oprogramowaniu Aplikacyjnym stanowiących konsekwencję wejścia w życie nowych aktów prawnych, aktów prawnych zmieniających obowiązujący stan prawny oraz wprowadzanie zmian wymaganych przez podmioty, w stosunku do których Zamawiający ma obowiązek prowadzenia sprawozdawczości.
3. Jeżeli Wykonawca nie jest Autorem, po stronie Wykonawcy leży obowiązek przedsięwzięcia wszelkich czynności i poniesienia związanych z tym kosztów, w celu uzyskania możliwości ingerencji w Oprogramowanie Aplikacyjne w stopniu koniecznym dla należytego wykonania Umowy, jeżeli ingerencja taka naruszałaby prawa Autora przysługujące zgodnie z ustawą z dnia 4 lutego 1994 r. o prawie autorskim i prawach pokrewnych lub zgodnie z umową łączącą Zamawiającego i Autora. Zamawiający udostępni Wykonawcy odpowiedni wyciąg z umowy z Autorem istotny dla obowiązków określonych w zdaniu poprzednim.
4. Zamawiający zapewni zdalny dostęp do Oprogramowania Aplikacyjnego w zakresie umożliwiającym koniecznym do należytego wykonywania Umowy przez Wykonawcę.
5. Zasady i warunki realizacji Umowy, poza treścią Umowy określa również Specyfikacja Istotnych Warunków Zamówienia wraz z załącznikami (dalej: SIWZ) oraz Załączniki do Umowy.

**§ 3**

Wykonawca oświadcza, że:

1. posiada potencjał techniczny, kadrowy, finansowy i organizacyjny umożliwiający należyte i terminowe wykonanie Przedmiotu Umowy oraz wykonanie wszystkich innych obowiązków określonych Umową;
2. posiada wiedzę, uprawnienia i doświadczenie gwarantujące wykonanie Umowy z najwyższą starannością oraz, że Przedmiot Umowy zostanie wykonany zgodnie z obowiązującymi przepisami;
3. nie został postawiony w stan upadłości, nie jest zagrożony niewypłacalnością, ani także nie jest stroną w układzie z wierzycielami, jak również brak jest jakichkolwiek warunków umożliwiających postawienie go w stan upadłości lub wszczęcia postępowania układowego z jego wierzycielami albo postępowania restrukturyzacyjnego.

 **4**

1. Wykonawca zobowiązuje się wykonać Przedmiot Umowy ze szczególną starannością wymaganą dla usług tego rodzaju, uwzględniającą specyfikę działalności Zamawiającego.
2. Umowa zostaje zawarta na czas określony od dnia ………………………do dnia …………………….
3. Zamawiający może wypowiedzieć Umowę bez zachowania okresu wypowiedzenia, w przypadku:
4. utraty przez Wykonawcę uprawnień lub zdolności koniecznych do wykonywania Umowy;
5. trzykrotnego stwierdzenia nienależytego wykonania Przedmiotu Umowy w odstępach nie dłuższych niż 30 dni;
6. nieprzedłożenia w terminie dokumentu potwierdzającego dopełnienia określonego Umową obowiązku ubezpieczenia od odpowiedzialności cywilnej lub przedłożenie dokumentu z naruszeniem warunków określonych Umową;
7. trzykrotnego stwierdzenia naruszenia obowiązku posługiwania się w wykonywaniu Przedmiotu Umowy osobami zatrudnionymi na podstawie umowy o pracę;
8. istotnego naruszenia warunków Umowy, jeżeli Wykonawca wezwany do usunięcia naruszenia i jego skutków, nie zadośćuczynił żądaniu w terminie wyznaczonym przez Zamawiającego;
9. wystąpienia okoliczności uniemożliwiającej lub znacząco utrudniającej należyte wykonanie Umowy, a w szczególności zajęcie całości lub istotnej części majątku Wykonawcy w postępowaniu egzekucyjnym, utraty możności dysponowania nim w celu wykonania Umowy z innych przyczyn, jak też wszczęcia likwidacji Wykonawcy lub postępowań określonych w ustawie z dnia 28 lutego 2003 r. Prawo upadłościowe oraz ustawie z dnia 15 maja 2015 r. Prawo restrukturyzacyjne - w zakresie niezakazanym przez te ustawy.
10. Zwłoka lub każde inne opóźnienie Zamawiającego w zapłacie wynagrodzenia Wykonawcy nie stanowi podstawy do zaniechania lub ograniczenia w jakimkolwiek stopniu wykonywania Przedmiotu Umowy.
11. Zaistnienie Błędu Aplikacji z powodu wypadków losowych lub jakichkolwiek okoliczności leżących po stronie Zamawiającego nie ma znaczenia dla zakresu obowiązków Wykonawcy i terminu ich realizacji.

**§ 5**

1. Wykonawca oświadcza, że jest uprawniony do oferowania na rynku polskim usług stanowiących Przedmiot Umowy, a wykonywanie Umowy nie naruszy żadnych praw osób trzecich.
2. Wykonawca udziela Zamawiającemu licencji niewyłącznej do korzystania z dostarczonych Upgrade’ów oraz Update’ów. Zamawiający może korzystać z utworów określonych w zdaniu poprzednim przez czas nieoznaczony na polach eksploatacji na jakie została udzielona Zamawiającemu licencja na Oprogramowanie Aplikacyjne (tj. ………………………………..).
3. W przypadku złożenia przez Wykonawcę niezgodnego z prawdą oświadczenia, o którym mowa w ust. 1 i skierowaniu przez osobę trzecią, której przysługują prawa autorskie do Oprogramowania Aplikacyjnego jakichkolwiek roszczeń cywilnoprawnych przeciwko Zamawiającemu, Wykonawca zobowiązuje się:
4. zwolnić Zamawiającego z obowiązku zapłaty jakichkolwiek odszkodowań lub zadośćuczynień z tytułu naruszenia praw autorskich;
5. pokryć poniesione przez Zamawiającego koszty zasądzonych przez sąd innych obowiązków zmierzających do usunięcia skutków naruszeń;
6. pokryć konieczne i uzasadnione koszty poniesione przez Zamawiającego w związku z podniesieniem przez osobę trzecią powyższych roszczeń, a w szczególności kosztów obsługi prawnej.

**§ 6**

1. Wykonawca oświadcza, że jest ubezpieczony od odpowiedzialności cywilnej z tytułu prowadzonej działalności gospodarczej w zakresie obejmującym cały Przedmiot Umowy. Ochrona ubezpieczeniowa musi obejmować cały okres obowiązywania Umowy; ubezpieczeniu podlega odpowiedzialność kontraktowa i deliktowa. Kopia polisy lub innego dokumentu potwierdzającego zawarcie umowy ubezpieczenia odpowiedzialności cywilnej i opłacenia należnej składki w całości, stanowi Załącznik nr 5 do Umowy.
2. Suma ubezpieczenia określonego w ust. 1 nie będzie niższa niż …………… (słownie: …………………..) złotych. W tym za jedno zdarzenie nie mniej niż ………. (słownie: ……………….) ……….. złotych.
3. Polisa określona w ust. 1 jest wystawiona na okres nie krótszy niż okres obowiązywania Umowy, z zastrzeżeniem ust. 4.
4. Za zgodą Zamawiającego Wykonawca może przedłożyć przy podpisaniu Umowy dokumenty określone w ust. 1 za okres krótszy niż wskazany w ust. 3, nie krótszy jednak niż sześć miesięcy od dnia podpisania Umowy. W takim przypadku, Wykonawca nie później niż na 30 dni przed dniem upływu okresu obowiązywania dotychczasowej ochrony ubezpieczeniowej, przedkłada Zamawiającemu dokumenty potwierdzający zawarcie umowy ubezpieczenia odpowiedzialności cywilnej i opłacanie należnej składki w całości, za okres nie krótszy dwanaście kolejnych miesięcy.
5. Wykonawca ma obowiązek utrzymać ubezpieczenie zgodne z Umową przez cały okres obowiązywania Umowy. Wykonawca zobowiązuje się przestrzegać warunków ubezpieczenia, o którym mowa w niniejszym paragrafie.

 **7**

1. Zamawiający zapewni Wykonawcy dostęp do wszelkich posiadanych informacji merytorycznie związanych ze świadczeniem usług stanowiących Przedmiot Umowy, koniecznych do należytego wykonania Umowy.
2. Zamawiający zezwala i obowiązany jest umożliwić Wykonawcy instalację narzędzi umożliwiających zdalny dostęp do serwera/ów, na którym/-ch posadowiony jest Motor bazy danych wraz z Bazą danych, jak również czasowe (każdorazowo poprzedzone pisemną zgodą Zamawiającego) uruchomienie sesji Aplikacji zdalnej.

**§ 8**

1. Wynagrodzenie brutto Wykonawcy z tytułu należytego wykonania Umowy nie przekroczy …………… (słownie: …………… i /100) złotych, w tym netto …………………………………..
2. Wynagrodzenie Wykonawcy jest ryczałtowe i wyczerpuje wszelkie roszczenia Wykonawcy związane z należytym wykonaniem Umowy. Obejmuje w szczególności: wszelkie ryzyko i nieprzewidziane okoliczności przy wykonywaniu Przedmiotu Umowy, w tym ceny jakichkolwiek materiałów lub usług, a także wszelkie prace i wydatki dodatkowe bądź inne czy to odrębnie czy szczegółowo wymienione bądź określone w Umowie, czy nie, które są lub mogą stać się nieodzowne w celu wykonania Umowy. Wykonawca oświadcza, że jest świadom wysokiego stopnia złożoności, rozmiaru oraz wysokich wymogów Przedmiotu Umowy, i że wynagrodzenie obejmuje wszelkie dodatkowe koszty, które mogą być związane z wypełnieniem przez Wykonawcę warunków i wymogów Umowy.
3. Strony wykluczają podwyższenie wynagrodzenia Wykonawcy, również w przypadku istotnej, jak i nadzwyczajnej zmiany stosunków.
4. W przypadku obniżenia stawki podatku VAT, wynagrodzenie Wykonawcy w wartości netto pozostaje niezmienione, a odpowiedniemu zmniejszeniu ulega kwota wynagrodzenia brutto.
5. Skutki zdarzenia określonego w ust. 4, Wykonawca uwzględnia w wystawianych fakturach, począwszy od wynagrodzenia za wykonywanie Przedmiotu Umowy począwszy od pierwszego dnia obowiązywania obniżonej stawki podatku VAT.
6. Okresem rozliczeniowym jest miesiąc kalendarzowy. W przypadku, gdy wykonywanie Umowy rozpoczyna się lub kończy w dniu innym niż odpowiednio pierwszy lub ostatni dzień miesiąca długość okresu rozliczeniowego nie przekroczy 31 dni.

 **9**

1. Wynagrodzenie Wykonawcy jest płatne za każdy okres rozliczeniowy z dołu.
2. Wynagrodzenie Wykonawcy jest płatne w terminie 60 dni od daty doręczenia Zamawiającemu prawidłowo wystawionej faktury na rachunek bankowy Wykonawcy o nr.: ……………………………………………, zgodny ze wskazaniem na fakturze. W przypadku wskazania w treści faktury numeru rachunku bankowego innego niż określony w zdaniu poprzednim, Zamawiający wzywa Wykonawcę do doprowadzenia jej zgodności z Umową i wstrzymuje się z zapłatą do czasu doręczenia faktury zawierającej prawidłowy numer rachunku bankowego – zgodny z Umową.
3. Wykonawca wystawia fakturę po zakończeniu okresu rozliczeniowego i doręcza Zamawiającemu w terminie do 7 dnia miesiąca następującego po okresie rozliczeniowym. Jeżeli termin określony w zdaniu poprzednim upływa w dniu ustawowo wolnym od pracy albo w sobotę, czynności określone w zdaniu poprzednim muszą zostać dokonane przed 7 dniem miesiąca następującego po okresie rozliczeniowym.
4. Za dzień zapłaty uznaje się dzień obciążenia rachunku bankowego Zamawiającego.

 **10**

1. Każda ze Stron zobowiązuje się do zachowania w tajemnicy wszelkich nieujawnionych do wiadomości publicznej informacji o drugiej Stronie lub przekazanych przez drugą Stronę. Szczegółowe zasady zachowania poufności określa Załącznik nr 2 do Umowy.
2. W celu realizacji Umowy, Zamawiający jako administrator danych osobowych powierza Wykonawcy przetwarzanie danych osobowych pacjentów Zamawiającego zgromadzonych w bazach danych Zamawiającego.
3. Wykonawca zobowiązuje się do przetwarzania wszelkich danych osobowych do jakich uzyskał dostęp przy wykonywaniu umowy na zasadach określonych w Załączniku nr 4 do Umowy.
4. Wykonawca nie ma prawa wykorzystywania powierzonych danych osobowych w inny sposób, ani w innym celu, niż konieczne dla należytego wykonania Umowy. Wykonawca nie może podpowierzyc przetwarzania danych osobowych osobie trzeciej, z zastrzeżeniem ust. 3. Wykonawca nie ma prawa zapoznawać się z treścią baz danych, w każdej sytuacji gdy nie jest to konieczne do należytego wykonania Umowy.
5. W przypadku wystąpienia zagrożeń mogących mieć wpływ na odpowiedzialność Zamawiającego za przetwarzanie powierzonych danych osobowych Wykonawca zobowiązany jest niezwłocznie podjąć działania w celu ich usunięcia oraz natychmiast poinformować o nich Zamawiającego.
6. W przypadku ustania obowiązywania Umowy Wykonawca zobowiązany jest do zwrotu Zamawiającemu powierzonych do przetwarzania danych osobowych i innych informacji, a jeżeli nie jest to możliwe, do trwałego ich zniszczenia lub usunięcia albo skasowania wszelkich sporządzonych w związku lub przy okazji wykonywania Umowy zapisów oraz dokumentów, zawierających powierzone do przetwarzania dane osobowe, w nieprzekraczalnym terminie 7 dni. Fakt dokonania zwrotu lub zniszczenia potwierdza się odpowiednim protokołem.

**§ 11**

1. Prace związane z bazami danych, w tym danych osobowych, odbywać się będą w siedzibie Zamawiającego, w uzasadnionych przypadkach, po uzyskaniu pisemnej (pod rygorem nieważności) akceptacji Zamawiającego możliwe jest wykonanie prac w siedzibie Wykonawcy. W przypadku przekazania bazy danych Wykonawcy zobowiązuje się on do:
	1. wykorzystania bazy danych wyłącznie w celu przedsięwzięcia czynności koniecznych dla należytego wykonania Umowy i tylko w zakresie koniecznym dla tego celu;
	2. nieudostępniania jakichkolwiek danych pochodzących z bazy danych Zamawiającego osobom trzecim;
	3. odpowiedniego zabezpieczenia nośników oraz miejsc przechowywania informacji z bazy danych Zamawiającego.
2. Każda wizyta Wykonawcy w pomieszczeniach Zamawiającego oraz wykonane w czasie tej wizyty prace zostaną potwierdzone stosownym protokołem podpisanym przez przedstawicieli Stron. Wzór protokołu sporządza Wykonawca.
3. Na żądanie Zamawiającego Wykonawca zobowiązany jest okazać dokumenty dotyczące Oprogramowania Aplikacyjnego przewidziane odrębnymi przepisami prawa.

**§ 12**

* 1. Wykonawca wykona Umowę:
1. samodzielnie (bez udziału podwykonawców).\*
2. przy pomocy podwykonawcy/ów w zakresie …………………………. , zawierając z nimi stosowne umowy w formie pisemnej pod rygorem nieważności.\*

*\*Zgodnie z oświadczeniem złożonym w ofercie*

* 1. Jeżeli w wykonywaniu Przedmiotu Umowy uczestniczy podwykonawca, Wykonawca:
1. zobowiązuje się do dostarczenia Zamawiającemu odpisu umów zawartych z podwykonawcami w terminie 7 dni od dnia podpisania Umowy lub w terminie w terminie 7 dni od dnia podpisania umowy z podwykonawcą;
2. przedstawi wraz z przesłaną fakturą oświadczenie Podwykonawcy o dokonaniu zapłaty na jego rzecz;
3. ponosi odpowiedzialność za wszelkie działania i zaniechania Podwykonawcy, w szczególności za zgodność zachowań podwykonawcy z Umową.
	1. Jeżeli zmiana albo rezygnacja z podwykonawcy dotyczy podmiotu, na którego zasoby Wykonawca powoływał się, na zasadach określonych w art. 22a ust. 1 Ustawy, w celu wykazania spełniania warunków udziału w postępowaniu, Wykonawca jest obowiązany wykazać Zamawiającemu, że proponowany inny podwykonawca lub wykonawca samodzielnie spełnia je w stopniu nie mniejszym niż podwykonawca, na którego zasoby Wykonawca powoływał się w trakcie postępowania o udzielenie zamówienia.
	2. Zamawiający nie ponosi odpowiedzialności za zapłatę wynagrodzenia należnego podwykonawcy.

**§ 13**

1. Wykonawca zatrudnia na podstawie umów o pracę osoby wykonujące prace w związku z realizacją Przedmiotu Umowy w warunkach określonych w art. 22 § 1 ustawy z dnia 26 czerwca 1974 r. Kodeks pracy, w zakresie …………………………………………….
2. Wykonawca na żądanie Zamawiającego, w terminie 5 dni roboczych, przedkłada Zamawiającemu zgodnie z treścią żądania:
	1. oświadczenie, że osoby wykonujące czynności określone w ust. 1 wykonują pracę na podstawie umowy o pracę;
	2. poświadczoną za zgodność z oryginałem przez Wykonawcę kopie umowy/umów o pracę osób określonych w ust. 1 (łącznie z innymi dokumentami jeśli mają wpływ na treść stosunku pracy w zakresie rodzaju umowy o pracę i wymiar etatu) wraz z dokumentem regulującym zakres obowiązków, jeżeli został sporządzony; kopia umowy/umów powinna zostać zanonimizowana w sposób zapewniający ochronę danych osobowych pracowników, zgodnie z przepisami ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych (tj. w szczególności bez imion, nazwisk, adresów, nr PESEL pracowników); informacje takie jak: numer umowy, data zawarcia umowy, rodzaj umowy o pracę i wymiar etatu powinny być możliwe do zidentyfikowania;
	3. zaświadczenie właściwego oddziału Zakładu Ubezpieczeń Społecznych, potwierdzające opłacanie przez Wykonawcę składek na ubezpieczenia społeczne i zdrowotne z tytułu zatrudnienia na podstawie umów o pracę za ostatni okres rozliczeniowy oraz wcześniejsze przypadające na czas po rozpoczęciu wykonywania Umowy;
	4. poświadczoną za zgodność z oryginałem przez Wykonawcę kopię dowodu potwierdzającego zgłoszenie pracownika przez pracodawcę do ubezpieczeń, zanonimizowaną w sposób zapewniający ochronę danych osobowych pracowników, zgodnie z przepisami ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych.
3. Niezłożenie przez Wykonawcę w wyznaczonym przez Zamawiającego terminie żądanych przez Zamawiającego dowodów w celu potwierdzenia spełnienia przez Wykonawcę wymogu określonego w ust. 1 traktowane będzie jako przyznanie uchybienia wymogowi określonemu w ust. 1.
4. Zamawiający może przeprowadzić kontrolę realizacji obowiązku określonego w ust. 1, w szczególności w stosunku do osób, którymi Wykonawca posługuje się w celu wykonania Umowy przebywających na nieruchomości Zamawiającego. Osoba upoważniona przez Zamawiającego do wykonania kontroli może żądać oświadczenia co do rodzaju pracy przez nich wykonywanej oraz potwierdzenia, czy są zatrudnieni na podstawie umowy o pracę. W przypadku wątpliwości Zamawiający może zwrócić się o przeprowadzenie kontroli do właściwych organów, a w szczególności Państwowej Inspekcji Pracy.

**§ 14**

1. Wykonawca zapłaci Zamawiającemu kary umowne w wysokości:
2. w wysokości 0,05 % wartości wynagrodzenia Wykonawcy określonego w § 8 ust. 1 za każdą rozpoczętą godzinę opóźnienia w czasie reakcji Serwisu, w przypadku Awarii;
3. w wysokości 0,1 % wartości wynagrodzenia Wykonawcy określonego w § 8 ust. 1 za każdą rozpoczętą dobę opóźnienia w czasie reakcji Serwisu, w przypadku Usterki Programistycznej;
4. w wysokości 0,01 % wartości wynagrodzenia Wykonawcy określonego w § 8 ust. 1 za każdą rozpoczętą godzinę niezawinionego opóźnienia Wykonawcy w usunięciu Błędu Aplikacji, w przypadku Awarii;
5. w wysokości 0,1 % wartości wynagrodzenia Wykonawcy określonego w § 8 ust. 1 za każdą rozpoczętą godzinę zwłoki Wykonawcy w usunięciu Błędu Aplikacji, w przypadku Awarii;
6. w wysokości 0,05 % wartości wynagrodzenia Wykonawcy określonego w § 8 ust. 1 za każdą rozpoczętą dobę opóźnienia w usunięciu Błędu Aplikacji, w przypadku Usterki Programistycznej;
7. w wysokości 0,05 % wartości wynagrodzenia Wykonawcy określonego w § 8 ust. 1 za każdą rozpoczętą dobę opóźnienia względem czasu obsługi Konsultacji lub wykonania innych czynności z zakresu wsparcia techniczno – merytorycznego;
8. w wysokości 1 % wartości wynagrodzenia Wykonawcy określonego w § 8 ust. 1 za każde zdarzenie polegające na naruszeniu zasad ochrony informacji określonych w niniejszej umowie, w tym ochrony danych osobowych i baz danych Zamawiającego;
9. w wysokości 10 % wartości wynagrodzenia Wykonawcy określonego w § 8 ust. 1 w przypadku odstąpienia od Umowy lub jej wypowiedzenia przez Zamawiającego bez zachowania okresu wypowiedzenia, z powodu okoliczności leżących po stronie Wykonawcy;
10. trzykrotności wysokości minimalnego wynagrodzenia brutto ustalonego na podstawie przepisów ustawy z dnia 10 października 2002 r. o minimalnym wynagrodzeniu za pracę w roku w którym nastąpiło zdarzenie uzasadniające naliczenie kary umownej, za każdy stwierdzony przypadek uczestniczenia w wykonywaniu Przedmiotu Umowy osoby niezatrudnionej na podstawie umowy o pracę, będący naruszeniem Umowy;
11. Strony dopuszczają możliwość kumulowania kar umownych.
12. Ilekroć Umowa odsyła w ust. 1 do wynagrodzenia Wykonawcy określonego w § 8 ust. 1, podstawą do naliczenia kary umownej jest kwota netto.
13. W przypadku wystąpienia okoliczności uzasadniającej naliczenie kary umownej, Zamawiający wystawia i przesyła Wykonawcy dokument obciążeniowy. Kara Umowna jest płatna w terminie 10 dni od dnia wystawienia dokumentu obciążeniowego.
14. Po upływie terminu określonego w ust. 4 Zamawiający może potrącić naliczoną karę umowną z wynagrodzenia Wykonawcy, pomniejszając płatność za fakturę, na co Wykonawca niniejszym wyraża zgodę. Potrącenie jest potwierdzane przesłaniem Wykonawcy oświadczenia o potrąceniu wskazującego: podstawę naliczenia kary umownej (dokument obciążeniowy), wysokość naliczonej kary umownej i fakturę, która zostanie (została) pomniejszona.
15. Zamawiający może dochodzić odszkodowania przenoszącego wysokość zastrzeżonych na jego rzecz kar umownych.
16. Jeżeli w związku z naruszeniem przez Wykonawcę warunków wykonywania Umowy, właściwy organ lub inna osoba trzecia zobowiązała Zamawiającego (lub może dochodzić od Zamawiającego) jakichkolwiek roszczeń, Wykonawca odpowiada za zwolnienie Zamawiającego z obowiązku spełnienia tego świadczenia chyba, że zapłaci na rzecz Zamawiającego równowartości świadczenia do spełnienia którego zobowiązany jest Zamawiający.

**§ 15**

1. Zamawiający przewiduje możliwość zmiany postanowień Umowy w okolicznościach określonych w art. 144 ustawy Prawo Zamówień Publicznych, w tym na zasadzie art. 144 ust. 1 pkt 1 ustawy Prawa Zamówień Publicznych w zakresie:
2. wynagrodzenia netto lub brutto w przypadku, gdy zmiana ta jest korzystna dla Zamawiającego tj. w przypadku obniżenia wartości netto lub brutto wynagrodzenia Wykonawcy, bez równoczesnej zmiany zakresu Przedmiotu umowy także w wypadku zmian w obowiązujących przepisach prawa, mających wpływ na wartość dostawy objętej Umową;
3. dostosowania postanowień Umowy do zmiany przepisów prawa w przypadku wystąpienia zmian powszechnie obowiązujących przepisów prawa w zakresie mającym wpływ na wykonywanie Umowy;
4. warunków realizacji Umowy, gdy zmiana taka jest niezbędna do prawidłowego wykonania Umowy zgodnie z jej celem, wskutek nieprzewidzianej przez Strony zmiany okoliczności;
5. zmiany warunków wykonywania Umowy, gdy taka konieczność będzie to wynikać z zaistnienia obiektywnych okoliczności leżących po stronie Zamawiającego.
6. Zmiany określone w ust. 1 nie mogą skutkować wzrostem wartości wynagrodzenia Wykonawcy i nie mogą być niekorzystne dla Zamawiającego.
7. Wprowadzenie zmian określonych w ust. 1 na wniosek Wykonawcy wymaga uzasadnienia przez niego konieczności zmiany oraz udokumentowania okoliczności uzasadniających dopuszczalność zmiany Umowy.

**§ 16**

1. Wartość Umowy może ulec podwyższeniu wyłącznie w sytuacji, gdy doszło do zmiany:
	1. stawki podatku od towarów i usług;
	2. wysokości minimalnego wynagrodzenia za pracę albo wysokości minimalnej stawki godzinowej ustalonych na podstawie przepisów ustawy z dnia 10 października 2002 r. o minimalnym wynagrodzeniu za pracę;
	3. zasad podlegania ubezpieczeniom społecznym lub ubezpieczeniu zdrowotnemu, wysokości składki na ubezpieczenia społeczne lub zdrowotne.
2. Zmiana wysokości wynagrodzenia obowiązywać będzie od dnia wejścia w życie zmian, o których mowa w ust. 1.
3. W przypadku zmiany, o której mowa w ust. 1 pkt 1 wartość netto wynagrodzenia Wykonawcy nie zmieni się, a określona w aneksie wartość brutto wynagrodzenia zostanie wyliczona na podstawie nowych przepisów.
4. W przypadku zmiany, o której mowa w ust. 1 pkt 2 wynagrodzenie Wykonawcy ulegnie zmianie o wartość ustaloną w drodze negocjacji, nie więcej niż o łączny wzrost całkowitego kosztu Wykonawcy wynikający ze zwiększenia wynagrodzeń osób bezpośrednio wykonujących Umowę do wysokości aktualnie obowiązującego minimalnego wynagrodzenia (w tym godzinowego), z uwzględnieniem wszystkich obciążeń publicznoprawnych od kwoty wzrostu minimalnego wynagrodzenia.
5. W przypadku zmiany, o której mowa w ust. 1 pkt 3 wynagrodzenie Wykonawcy ulegnie zmianie o wartość ustaloną w drodze negocjacji, nie więcej niż o łączny wzrost całkowitego kosztu Wykonawcy, jaki będzie on zobowiązany dodatkowo ponieść w celu uwzględnienia tej zmiany, przy zachowaniu dotychczasowej kwoty netto wynagrodzenia osób bezpośrednio wykonujących Umowę na rzecz Zamawiającego.
6. Zmiany wysokości wynagrodzenia określone w  ust. 1 mogą mieć miejsce jedynie wówczas, gdy zmiany te będą miały wpływ na koszty wykonania Umowy przez Wykonawcę. Wykonawca zobowiązany jest do wykazania wpływu wskazanych zmian na koszty wykonania Umowy.

**§ 17**

1. Do kontaktu i koordynowania wykonywania Umowy Strony wyznaczają:
2. Zamawiający: ........................................................................
3. Wykonawca: ........................................................................
4. Osoby wyznaczone przez Zamawiającego w ust. 1 są, w szczególności umocowane do:
5. ………………….
6. ………………………
7. W przypadku nieobecności osoby określonej w ust. 1, odpowiednia Strona upoważni wyraźnie inną osobę.

**§ 18**

1. Wykonawcanie może dokonać przeniesienia praw lub obowiązków określonych Umową na osobę trzecią bez zgody Zamawiającego wyrażonej w formie pisemnej pod rygorem nieważności.
2. Wykonawca zobowiązuje się nie dokonywać bez zgody Uniwersytetu Medycznego w Białymstoku oraz Zamawiającego wyrażonej w formie pisemnej pod rygorem nieważności, czynności prawnych ani faktycznych, które prowadziłyby do zmiany wierzyciela Zamawiającego albo podmiotu samodzielnie zarządzającego wierzytelnością Wykonawcy względem Zamawiającego.

**§ 19**

1. SIWZ, załączniki do Umowy, oferta Wykonawcy wraz z załącznikami oraz odpowiedzi na pytania udzielane wykonawcom w toku postępowanie o udzielenie zamówienia publicznego stanowiącego Przedmiot Umowy są integralną część Umowy.
2. Wszelkie zmiany Umowy wymagają zachowania formy pisemnej pod rygorem nieważności.
3. W sprawach nieuregulowanych Umową stosuje się przepisy prawa powszechnie obowiązującego, w szczególności Ustawy i Kodeksu cywilnego.
4. Wszelkie spory, które mogą wyniknąć przy wykonywaniu Umowy zostaną poddane pod rozstrzygnięcie sądu właściwego miejscowo dla siedziby Zamawiającego.
5. Umowę sporządzono w dwóch jednobrzmiących egzemplarzach, po jednym dla każdej ze Stron.

**ZAMAWIAJĄCY WYKONAWCA**

**Załączniki:**

|  |  |  |
| --- | --- | --- |
| **1.** | *Załącznik nr 1* | *- Warunki i zakres świadczenia usług* |
| **2.** | *Załącznik nr 2* | *- Zasady zachowania poufności* |
| **3.** | *Załącznik nr 3* | *- Zobowiązanie do zachowania tajemnicy* |
| **4.** | *Załącznik nr 4* | *- Ochrona danych osobowych* |
| **5.** | *Załącznik nr 5* | *- Kopia polisy lub innego dokumentu potwierdzającego zawarcie umowy ubezpieczenia odpowiedzialności cywilnej i opłacenia należnej składki w całości* |

**Załącznik nr 1**

**Warunki i zakres świadczenia usług**

**Zasady świadczenia usług nadzoru i serwisu:**

1. Szczegółowe zasady komunikacji Wykonawcy z Zamawiającym mogą określać właściwe regulaminy i funkcjonalności systemów informatycznych Wykonawcy w rodzaju „Help Desk”, zwane dalej „HD”.
2. Szczegółowe zasady wykonywania Przedmiotu Umowy, w zakresie nieuregulowanym w Umowie wraz z załącznikami, może dookreślić Wykonawca, w szczególności w zakresie funkcjonowania HD.
3. Jeżeli Wykonawca korzysta z uprawnień określonych w pkt 1 – 2, zobowiązany jest:
	1. przekazać Zamawiającemu odpowiednie regulaminy, instrukcje i wszelkie inne materiały sporządzone w sposób przejrzysty, czytelny oraz w odpowiedniej ilości egzemplarzy (nie mniej niż …………………szt.);
	2. zapewnić zgodność dokumentów określonych w ppkt 1 z Umową wraz z załącznikami, w szczególności niniejszym załącznikiem do Umowy;
	3. zapewnić, aby reguły określone w dokumentach wskazanych w ppkt 1 nie wprowadzały żadnych zbędnych procedur, ograniczeń lub włączeń, oraz uwzględniały specyfikę i potrzeby Zamawiającego;
	4. uwzględnić wszelkie uzasadnione zastrzeżenia Zamawiającego co do sformułowanych procedur.
4. Wykonawca udostępnia Zamawiającemu HD pod adresem www: …………………….. Wykonawca przyzna Zamawiającemu w systemie HD odpowiednie uprawnienia adekwatne do Przedmiotu Umowy.
5. Wykonawca utrzymuje ciągłą gotowość do przyjęcia Zgłoszenia Serwisowego i niezwłocznego podjęcia wszelkich koniecznych czynności.
6. Wykonawca przyjmuje Zgłoszenia Serwisowe dotyczące Awarii również za pośrednictwem poczty elektroniczne oraz drogą telefoniczną.
7. Wykonawca prowadzi pełną ewidencję Zgłoszeń Serwisowych, również tych zgłoszonych inną drogą niż z wykorzystaniem HD.

**Warunki brzegowe realizacji usług**

**Terminy**

|  |  |  |  |
| --- | --- | --- | --- |
| **Lp.** | **Nazwa** | **Parametr** | **Uwagi** |
| 1. | Godziny pracy Serwisu | ………… | Od poniedziałku do piątku w dni robocze. |
| 2. | Czas reakcji Serwisu | …… h…… h | w przypadku Usterki Programistycznejw przypadku Awarii Czas liczony od momentu dokonania Zgłoszenia Serwisowego do momentu podjęcia czynności zmierzających bezpośrednio do usunięcia Błędu Aplikacji (w tym jego dokładnego zdiagnozowania). |
| 3. | Czas usunięcia Usterki Programistycznej  | …… dni | Czas liczony w dniach roboczych od upłynięcia czasu reakcji.  |
| 4. | Czas usunięcia Awarii | ………. h | Czas liczony od momentu dokonania Zgłoszenia Serwisowego. |
| 5. | Czas obsługi Konsultacji oraz wykonania innych czynności z zakresu wsparcia techniczno – merytorycznego | ……. dni | Czas liczony w dniach roboczych od dnia zwrócenia się od Konsultację. |

**Wykonawca gwarantuje:**

|  |  |  |
| --- | --- | --- |
| **Lp.** | **Usługa** | **Opis** |
| 1. | Usuwanie Awarii: | 1. Wykonawca może wprowadzić tzw. rozwiązanie tymczasowe, doraźnie rozwiązujące problem będący istotą Awarii; w przypadku skuteczności rozwiązania doraźnego, dalsze czynności zmierzające do rzeczywistego usunięcia Awarii są realizowane w terminach określonych dla Usterki Programistycznej;
2. Zamawiający udostępni zdalny dostęp do baz danych i Oprogramowania Aplikacyjnego, a jeżeli zdalne interwencje Serwisu nie przyniosły oczekiwanego skutku, serwis stawi się w siedzibie Zamawiającego.
 |
| 2. | Usuwanie Usterek Programistycznych | W wyjątkowych wypadkach, na żądanie lub za zgodą Zamawiającego, czas usunięcia Usterki Programistycznej zostanie uzgodniony pomiędzy Wykonawcą i Zamawiającym (Strony mogą termin wydłużyć lub skrócić). |
| 3. | Zapewnienie wprowadzania nowych funkcji oraz zmian w Oprogramowaniu Aplikacyjnym stanowiących konsekwencję wejścia w życie nowych aktów prawnych, aktów prawnych zmieniających obowiązujący stan prawny oraz wprowadzanie zmian wymaganych przez podmioty, w stosunku do których Zamawiający ma obowiązek prowadzenia sprawozdawczości | Serwis bez zbędnej zwłoki zamieszcza w serwisie HD informację o nowej wersji, bądź implementuje zdalnie zmiany po stronie Zamawiającego. Wykonawca prześle pocztą elektroniczną na wskazany w Umowie adres e-mail Zamawiającego informację o opublikowaniu wersji wraz z opisem zmian.Zmiany w Aplikacjach będą wykonywane tak, aby termin udostępnienia w serwisie HD Update’u lub Upgrade’u związanego z tymi zmianami pozwalał na zastosowanie Aplikacji zgodnie z terminami wymaganymi przez ustawy i przepisy wykonawcze, najpóźniej w dniu wejścia w życie. W przypadku gdyby termin ukazania się ustaw lub przepisów wykonawczych był krótszy niż 7 dni przed datą ich wejścia w życie lub nie pozwalał na dostosowanie się do wymogów powyższych zapisów, Serwis poinformuje Zamawiającego o terminie dostarczenia i wprowadzenia Update’u lub Upgrade’u zgodny z obiektywnymi możliwościami Wykonawcy. |

**Zakres usług świadczonych przez Wykonawcę w ramach konsultacji oraz wykonania innych czynności z zakresu wsparcia techniczno – merytorycznego:**

|  |  |  |
| --- | --- | --- |
| 1. | Wsparcie podczas instalowania nowych wersji Oprogramowania Aplikacyjnego | Wykonawca zdalnie instaluje i wdraża nowe wersje, poprawki i rozszerzenia wersji Oprogramowania Aplikacyjnego (w szczególnych przypadkach dodatkowo szkoli użytkowników).Dokonywanie dalszych instalacji Oprogramowania Aplikacyjnego objętego niniejszą Umową w przypadkach rozbudowy infrastruktury informatycznej Zamawiającego. |
| 2. | Konsultacje i wizyty serwisowe | Umożliwienie korzystania z konsultacji telefonicznych u Wykonawcy w zakresie realizacji Przedmiotu Umowy w ilości godzin nie większej niż …………………. godzin kwartalnie.Pomoc w przygotowaniu danych przekazywanych przez Zamawiającego do jednostek nadrzędnych i współpracujących (np. do Narodowego Funduszu Zdrowia, Wydziału Zdrowia, odpowiedniego Urzędu, banków itp.) w formie elektronicznej (np. dyskietki, łącza telekomunikacyjne itp.).Doradztwo w zakresie rozbudowy środków informatycznych.Wizyty serwisowe w siedzibie Zamawiającego w ilości nie większej niż ………………. wizyty kwartalnie  |
| 3. | Usuwanie skutków Błędu Aplikacji  | Pomoc w awaryjnym odtwarzaniu, na wniosek Zamawiającego, stanu Oprogramowania Aplikacyjnego i zgromadzonych danych archiwalnych. |

.....................................................
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/podpis i pieczęć pełnomocnego przedstawiciela Wykonawcy/

**Załącznik nr 2**

**Zasady zachowania poufności**

1. Zgodnie z art. 139 ust. 3 Ustawy Umowa jest jawna i podlega udostępnianiu na zasadach określonych w przepisach o dostępie do informacji publicznej zapisanych w Ustawie z dnia 6 września 2001 r. o dostępie do informacji publicznej.
2. Wykonawca zobowiązany jest zapewnić poufność informacji dotyczących Zamawiającego uzyskanych w związku z realizacją niniejszej Umowy i nie ujawniać tych informacji bez uprzedniej pisemnej (pod rygorem nieważności) zgody Zamawiającego w czasie trwania niniejszej Umowy chyba, że przepisy szczególne przewidują dłuższy okres ochrony informacji.
3. Wszelkie nieupublicznione dane udostępnione Wykonawcy przez Zamawiającego są nadal jego wyłączną własnością. Rozporządzanie nimi przez Wykonawcę nie wynikające z realizacji niniejszej Umowy wymaga zgody Zamawiającego, udzielonej w formie pisemnej pod rygorem nieważności.
4. Strony zobowiązują się do utrzymania w tajemnicy i nieujawniania, niepublikowania, nieprzekazywania i nieudostępniania w żaden inny sposób osobom trzecim, w tym także pracownikom Stron niezobowiązanym do zachowani tajemnicy (wzór zobowiązania stanowi Załącznik nr 3 do Umowy), jakichkolwiek danych o przedsiębiorstwach, transakcjach, klientach i bazach danych Stron, jak również:
	* + 1. oferowanych cen, stosowanych marż, posiadanych upustów lub warunków handlowych;
			2. informacji i danych stanowiących tajemnicę Stron w rozumieniu przepisów ustawy z dnia 16 kwietnia 1993 r. o zwalczaniu nieuczciwej konkurencji;
			3. innych informacji prawnie chronionych, które to informacje uzyskają w trakcie lub w związku z realizacją niniejszej Umowy, bez względu na sposób i formę ich utrwalenia lub przekazania, w szczególności w formie pisemnej, kserokopii, faksu i zapisu elektronicznego, o ile informacje takie nie są powszechnie znane, bądź obowiązek ich ujawnienia nie wynika z obowiązujących przepisów, orzeczeń sądów lub decyzji odpowiednich władz, albo gdy przekazanie następuje na rzecz podwykonawcy, który będzie realizował zobowiązania jednej ze Stron. Obowiązkiem zachowania poufności nie jest objęty fakt zawarcia Umowy ani jej treść w zakresie określonym obowiązującymi przepisami prawa.
5. Każdej ze Stron wolno ujawnić informacje poufne z ograniczeniami wynikającymi z przepisów prawa, członkom swoich władz, podwykonawcom i pracownikom oraz członkom władz, podwykonawcom i pracownikom podmiotów powiązanych lub zależnych, kancelariom prawnym, firmom audytorskim, pracownikom organów nadzoru, itp. w takim zakresie, w jakim będzie to niezbędne do wypełnienia przez nią zobowiązań i obowiązków na podstawie Umowy, przy czym Strona przekazująca takie informacje wymienionym wyżej osobom będzie ponosić odpowiedzialność za przestrzeganie przez te osoby zasad poufności opisanych w niniejszym Załączniku.
6. Wykonawca zobowiąże pisemnie pracowników wyznaczonych do realizacji przedmiotu Umowy do zachowania tajemnicy, przez podpisanie zobowiązań według wzoru określonego w Załączniku nr 3 do Umowy.

..................................................
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/podpis i pieczęć pełnomocnego przedstawiciela Wykonawcy/

**Załącznik nr 3**

**ZOBOWIĄZANIE DO ZACHOWANIA TAJEMNICY**

Nazwisko (-ka) :

……………………………....................................................

Imię ( imiona ): 1. ..................................................................................

2. ..................................................................................

Numer identyfikacyjny PESEL: |\_\_\_|\_\_\_|\_\_\_|\_\_\_|\_\_\_|\_\_\_|\_\_\_|\_\_\_|\_\_\_|\_\_\_|\_\_\_|

Dowód tożsamości: Seria |\_\_|\_\_|\_\_|Nr |\_\_|\_\_|\_\_|\_\_|\_\_|\_\_|\_\_|\_\_|\_\_|\_\_|\_\_|\_\_|\_\_|\_\_|

wydany przez

………………………....................................................................

Ja niżej podpisany, potwierdzając zgodność moich danych osobowych ze stanem faktycznym, oświadczam, że:

1. zapoznałem się z treścią ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych i wydanymi na jej podstawie przepisami wykonawczymi, w tym rozporządzeniem Ministra Spraw Wewnętrznych i Administracji z dnia 29 kwietnia 2004 r. w sprawie dokumentacji przetwarzania danych osobowych oraz warunków technicznych i organizacyjnych, jakim powinny odpowiadać urządzenia i systemy informatyczne służące do przetwarzania danych osobowych
2. zostałem uprzedzony, iż dane osobowe i medyczne przetwarzane w Systemie Informatycznym podlegają ochronie prawnej [Ustawa z dnia 29 sierpnia 1997 r. o ochronie danych osobowych].
3. zobowiązuję się do nie ujawniania – w ramach wykonywania prac związanych z realizacją Umowy zawartej pomiędzy ………. a ……….. – informacji objętych tajemnicą służbowa w rozumieniu ustawy z dn. 22 stycznia 1999 r. o ochronie informacji niejawnych.
4. zobowiązuję się do nie rozpowszechniania nabytej informacji o charakterze technicznym, technologicznym, organizacyjnym i handlowym, stanowiących tajemnicę ………. pod rygorem odpowiedzialności cywilnej i karnej.
5. obowiązek zachowania w tajemnicy informacji dotyczących wyżej wymienionych danych uzyskanych w związku z realizacją zadań wynikających z przedmiotu Umowy zawartej pomiędzy ………. a ………. ciąży na mnie nawet po wygaśnięciu stosunku o pracę / stosunku zlecenia lub innego podobnego.

Powyższe zobowiązanie zachowuje ważność w przypadku danych osobowych i medycznych bezterminowo, a w przypadku pozostałych danych przez cały okres trwania Umowy.

……………………………. dnia ……………………….

Podpis pracownika:

.....................................................
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/podpis i pieczęć pełnomocnego przedstawiciela Wykonawcy/

**Załącznik Nr 4**

**Ochrona danych osobowych**

1. Zamawiający, jako Administrator Danych Osobowych w rozumieniu art. 7 pkt. 4 ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych [dalej ustawa o ochronie danych osobowych], wyłącznie w celu prawidłowego wykonania przez Wykonawcę obowiązków wynikających z Umowy, powierza przetwarzanie zbioru danych osobowych i medycznych pacjentów Wykonawcy oraz powierza przetwarzanie wszelkich rodzajów danych osobowych i medycznych pacjentów Wykonawcy oraz zbioru danych kadrowo – płacowych pracowników przetwarzanych w systemie informatycznym Zamawiającego, przy użyciu Oprogramowania Aplikacyjnego, w zakresie określonym szczegółowo w dokumentacji technicznej Oprogramowania Aplikacyjnego jednak wyłącznie w zakresie ich opracowywania, utrwalania i przechowywania na podstawie ustawy o ochronie danych osobowych. Wykonywanie przez Wykonawcę operacji przetwarzania danych w zakresie lub celu przekraczających zakres i cel opisane powyżej wymaga każdorazowej pisemnej (pod rygorem nieważności) zgody Zamawiającego.
2. Przetwarzanie danych osobowych będzie obejmować czynności, o których mowa w art. 7 pkt 2 ustawy o ochronie danych osobowych.
3. Dostęp Wykonawcy do danych osobowych odbywa się z zastrzeżeniem dopełnienia przez Wykonawcę wymogów określonych w rozporządzeniu Ministra Spraw Wewnętrznych i Administracji z dnia 29 kwietnia 2004 r. w sprawie dokumentacji przetwarzania danych osobowych oraz warunków technicznych i organizacyjnych, jakim powinny odpowiadać urządzenia i systemy informatyczne służące do przetwarzania danych osobowych.
4. Wykonawca oświadcza, iż zastosuje środki zabezpieczające, o których mowa w art. 36-39 ustawy o ochronie danych osobowych oraz w rozporządzeniu Ministra Spraw Wewnętrznych i Administracji z dnia 29 kwietnia 2004 r. w sprawie dokumentacji przetwarzania danych osobowych oraz warunków technicznych i organizacyjnych, jakim powinny odpowiadać urządzenia i systemy informatyczne służące do przetwarzania danych osobowych.
5. Wykonawca gwarantuje, że do przetwarzania danych osobowych pochodzących z Oprogramowania Aplikacyjnego dopuszczeni będą wyłącznie pracownicy Wykonawcy lub podwykonawcy. Wykonawca zobowiązuje się zapoznać upoważnione osoby z przepisami dotyczącymi ochrony danych osobowych, w tym wewnętrznymi regulacjami Zamawiającego oraz zobowiązać je do ich stosowania, a także do zachowania w tajemnicy danych osobowych uzyskanych w związku z wykonywaniem niniejszej Umowy. W celu wykonania niniejszego obowiązku Zamawiający zobowiązuje się każdorazowo dostarczyć Wykonawcy odpowiednie przepisy wewnętrzne, których zakres stosowania przez Wykonawcę podlega uzgodnieniu pomiędzy Stronami.
6. Wykonawca zobowiąże pisemnie pracowników dedykowanych do realizacji przedmiotu Umowy do zachowania w tajemnicy danych osobowych, przez podpisanie przez nich oświadczeń według wzoru określonego w Załączniku nr 3 i dostarczy Zamawiającemu przedmiotowe oświadczenia w terminie 14 dni od zawarcia Umowy, w celu wydania imiennych upoważnień, zgodnie z art. 37 ustawy o ochronie danych osobowych. Każdorazowo przy zmianie personelu Wykonawcy dedykowanego do realizacji Umowy Wykonawca będzie zobligowany do dostarczenia oświadczeń dla nowo powołanych członków personelu.
7. Zamawiającemu przysługuje prawo do kontroli przetwarzania powierzonych danych osobowych, a w szczególności realizacji obowiązku zabezpieczenia tych danych. Zamawiający ma prawo realizacji obowiązku kontroli poprzez żądanie od Wykonawcy udzielenia pisemnych wyjaśnień lub jeżeli okażą się one niewystarczające, poprzez inspekcję lokalizacji, w których przetwarzane są powierzone dane osobowe.
8. Wykonawca ma obowiązek zastosować się do wskazań Zamawiającego mających na celu usunięcie stwierdzonych uchybień lub poprawę stanu bezpieczeństwa przetwarzania danych osobowych.
9. Każdorazowo przekazanie danych osobowych zostaje potwierdzane w formie pisemnej, protokołem sporządzonym w dwóch egzemplarzach po jednym dla każdej ze stron.
10. Zamawiający oświadcza, że przetwarza powierzone dane osobowe na podstawie art. 27 ust. 2 pkt 7 ustawy o ochronie danych osobowych.
11. Wykonawca niezwłocznie informuje Zamawiającego o wszelkich czynnościach, w szczególności kontrolnych i skargowych, prowadzonych przez pracowników Biura Generalnego Inspektora Ochrony Danych Osobowych dotyczących danych osobowych, których przetwarzanie zostało powierzone Wykonawcy.
12. Zamawiający udziela Wykonawcy pełnomocnictwa do powierzenia w imieniu Zamawiającego, przetwarzania danych osobowych, o których mowa w ust.1, przy odpowiednim zastosowaniu zasad określonych powyżej, osobom trzecim, którym Wykonawca powierzy wykonanie przedmiotu niniejszej Umowy.
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